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@de TG 3R FEfed B, 310 IuGTebais & oy eifeid Apple @Td g 3R Fdfed arsii & foig
gferm 39eRoT des ugT HY AL T B

I < 39T 3797 T § U MDM THTU (34TR0T 6 T, faseft gata-uer SaetoR ) [&fH AT g1y atfds
3779 39 JaT bl FuT3il &1 3udNT & 5| MDM FHTI 379! Apple-siss fearsal &1 Hif-pR, fewra 3ik
TEfd oA W &M F1dT &1 31t STHBRT & felT https://www.apple.com/business/resources/ <& |

1. ofvmTg
39 33y | 79 i 98 31gR1 H for@r Srg:

“HARATYP” PT 372 & XY & FHART AT I FHART (31 T Y1) 5= T1ar Jefe & Jaom ! & fag
JqT ® ST 7T &, 3216101 & felQ, Tk T YaEA HRAT, MDM YT AT 379ars HRAT, 379 WTd H fsarsd

“3gdHr &1 378 2 I8 Apple Business Manager 3/JeH |

“Apple” &1 3713 fAfaferd 2, STa de b saw st fAfdse 7 fdsar e (%) Apple Inc., St 3 =gef et
e Tgerd Y 3ARBT § FRIMT & fiv One Apple Park Way, Cupertino, California 95014, U.S.A.
f&eId €; (=) Apple Canada Inc., it o5 TeT a1 30 &1 37R Fufdl # fard F¥mi & feg 120 Bremner
Blvd., Suite 1600, Toronto ON M5J 0A8, Canada ¥ fd %; () Apple Services LATAM LLC, ST fés
R, e AT feioT 3BT, a1 fobait Ht BRIGATS or a1 & (=gef Rept Y Brga) H TRmMT & fog 2811
Ponce de Leon Boulevard, Floor 12, Coral Gables, Florida ¥ f&2id €; (&) iTunes K.K., S f& Strom ®
Tey™i & faiw Roppongi Hills, 6-10-1 Roppongi, Minato-ku, Tokyo 106-6140, Japan ¥ f&Id &; (S)
Apple Pty Limited S fo5 3o foreft off &1 iR Tag afieR fgd siieefern 3R oitcs # TRl
¥ faIw 20 Martin place, Sydney, NSW - 2000 Australia & fRId §; (@) Apple Services Pte. Ltd., St
Zferor ifvar & Tl & fay 7 Ang Mo Kio Street 64, Singapore 569086 H &g ®; 31k (8) 29 S
2025 ¥ yMTet, Apple Retail UK Limited ST b gr1ses fsmen # HeemMi & fig C/0 Tmf Group 13th
Floor, One Angel Court, London, United Kingdom, EC2R 7HJ ¥ f&3id € (S7) Apple Distribution
International Ltd., S f5 37 I} 3= 2 a1 &t & TR & fow o S e 76 & 57 a8 Jar
T &I STTdl €, & faw Hollyhill Industrial Estate, Hollyhill, Cork, Republic of Ireland # 2 21
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“Apple Ja1G” &7 e & App Store, Apple Books, Apple Online Store, AppleCare, iCloud, Apple
Business Connect 3R &3 31I&d & d&d 31U 31feigpd 3UANTwAisi & fAT 3uctees 317 Apple JaTT|

“Apple |TFEdaR” &7 37ef € i0S, iPad0S, macOs, tvos, vision0S 31k watch0S TR fien ArrdR
7 9% BIg HI ITRITIBRT TEHI0T|

“3tfiipd fearga” &1 31ef ? Apple-gise faregy S 3muds w@ific # € ar 3mues gRT f4f3d § o Paw
AfErpd 3uATTRaralt AT IHA IUATTHEATN gIRT 3UANT & faw ATfAd fasar mar @ 3R S Jar § 3uai & faw
U &1 Ieg I g7 & fov, 519 aa s Apple gRT faifad wu & wenfd 7 &t 9¢ 31k ot farsw dar # s
S & 9 7 8 a9 ddb Tt erfard & afarid w@ifia aTel fSarsd (S, "BYOD" fearsw) &t JaT & M1 &
B # gaferd feared yei (S, fearsy AT AfE & A1 BIHTR) H ATHifdd B Bl 31gAfd T8l 2

“3tfeipd SuANTRar” I aredd (i) 31Tuds e 1R/ (if) 31U WL HY Tegel AT el B J ol wifie
It HETIeh B, IfE AN &Y, P HHART 3R I SHART (AT JaT Fardn) J 21 IS 39 T 39T &,
ar "31fOgpa IuAITRdf" ek H FATfoTd fafdseaes, defia fafbas iR fafifer W enfie €)1 wowear &
foTq 319 3R &R Feha & 31K Apple 3797 fRAGITHR 311 THTH 3UATeRarf3i 1 "31fogsd 3uaTesdl” & Bu
¥ et R Y I pld < TebaT €; letifcs, Apple Y gd foifErd werfd & faaT fobet 3= war oY 37 afvTeT
H 2nferet TET fo5am e

“gpee” T 37¢f & VAT BIg MY he a1 STHBRT fS Apple @t Volume Content 2raf (GRY App Store & VU)
P HTHAR JdT &b Yeb UM b BU H ATSHH T ST Febdl & AT UTGd b ST Heba 21

“3IqE FHARY? BT 372f T Afarrdl § & ST et fepra bl 3R I IR-0fderd &R & 3R R &M axd 8 a1
JATT e R & 3R 576 Uy Fepra Y fAsft goaT da-idt yomferar (SR VPN) 3iR/ar Rfera wifde
TR (G BaRe gfawmsit ae 391 ugd) de 31afe 3uanT H ugd gl 21

“fearew AT AfT” &1 31f £ Apple-gise fEarsw & fay JfT R Ja1 & 1T & BU A HIHR 3R
yefad fasam ST TebdT 2, foaw fEared & fav wRfTe AmdieT varg 3R fearegd & AR &, BifhReA
BT GRS G917 TT MDM MBI Y i e bl AT oNfiet €, fepT 381 dep WfAd 78l 21

“SEATASTIBRUT’ T 37ef & deh-ldh! AT 317 fafAer a1 eTaTdsitesvoT St Apple 31U JaT & & § 3uaT B
foTT UM &Y AT &, 3R 99 Apple Platform Deployment Guide T errfaret g1

“3ifdw IudNTwal AgAH 1 I EULA” BT 373 € Apple ITRIR & oy AR dTeds 3ey
v 3R ord|

“yafeid Apple Sa/@ra)” &1 31¢f & Tob 3uaTTehdt @rar (g TuevT, oy, Aeq 31k Jud onfie 8,
AifdsT I 21 b AIHd Tal 2) foRY 3179 JaT & 3UANT & ATeH F g1 3R S o 2

“MDM HdR”’ T a1 31U (AT 3TIhT 3R J B B aTel JdT FaTdT ) WA arel a1 FAfAd deger
2, IS 941 & 12 AR B & foig 1fRa foear mam 1
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“3qHd SR &1 arerf 2: (@) IS 3179 ared FAAfaT €, a7 31 31fegd dred Srerfey 3R yHTfora Jar
HITER; (&) AfE 31T Bled BifesT U 8, AT 31T ATH, $EATd AT §18 (31 V4T AT, S8HTG a1 die SRy
i a1 fa=07 396 U 8) & 3idria Jenfeid gl Jufaar, ar (M) afe 3ma 3ified fSasg W ufddfea
UY HIS # VY few1a dd € (3aTeR0T & oy, PIE uige-3iTh-Ia Fardr it iPad W 3791 V-3 YirdT
ey fewtia &idT B), 31Tudh T St 1feigd fEares R ufadfed QU HYg ¥ U QU &1 3udNT o I &1 3P
37cTTaT, U bt it U T Apple Developer Program @Tgdi¥d 31ge (S Custom App o faawor) & <rdf
¥ AR fafad 3R fGaRka fear ST anfey| Tosear & faw, 3ma 3Ry = 9ad & 3R Apple, 3Wad
IUURT (c6) 3R (T) N Tge T M b THIA 37T TRATAT Y I pfel & AepdT ; BTeA1ieb, Apple B Id fafea
Feafd & &1 57 ulRumeT § 1 3= e enfier €1 fdar som|

“31d IUANTBATr’ &1 378 § 31T A PRI &b BHART 3R ey FHART |

“Zferid 81’ A aTcd W 32T F 2 fSepT 3uaT bt wrfart B ugen o= & foiw 3fRd ®u § o o
HebdT & ST g9 37 & dad G & =01 # g1

“yferdferd Y0 "is” o1 37¢f & ST fBT Apple-giss feared o1 Ja1 & ATy ¥ wfferd 3tk HifFpR fasar
ST &, S 1 (ep) feared TrITfeid BU & @i 8ldT 8 3R feedeM W Uebel Ufteiche[ # e 81 STl & 31K
ol 30 TR Rew Prigmar % ugar & S AbdT &; a1 (@) farewd &1 3ifaw Iwimmeal grr
Jaferipa T& fobam ST FebaT & (TR0 & faiv feared AT Mail VT &I @fditd sefelaa & are
PBIFBRA F Ufdefad Bt 8, Afdxid Apple TTd & T1 App Store I &de YT A&l fdaT ST T &,
3fe) |

“Far’ &1 37ef & TATfAd AETsd fSargd TaeH AmHieA, Bde B 3rfemgor iR TeeH, efad Apple @Td &1
fAmfor, 3uaT 37k getH, TEfdd Apple @A & FeT iCloud RS, aRATID @A BT ITANT 3R 39 3
o gRepfed 31 Jefd Jarsii & fa Apple Business Manager JaT (31R 3% BIs W 9, drAGHdT a1
), forrs a9 uiéet 3R gads 3iafd e & € B Ht Jar a1 3uaor onfie F

QT Ferar’ &1 areqd Tl et er I 2 S 5 37ge bl 2Adf & AR 3MToRRT 3R F T Y Pl ¢

R AT &1 373 § 3BT A6 Foil, Apple T 3R Apple GRT UEH BT T S BT FASH
ST 319 MDM FeR &1 JdT < 1 Uiipd a1 i 3Hfd T 21

“HI-NAH” BT 378 B T e el St Apple B 3R & F& BRI ol 8, S b Apple & IdT & YTae
& GY H ST B HHTOd BAT AT FUeld BAT 1R UTedh JaT Y& BT

“3TY,” “3MqepT,” 3R T BT 37 57 Ty o 2MfieT T I 21 fbad) ot I I s9n & fay dwem
S Y & 3 AfABRY BT JAT R & fAw rfogpd 2

VM & IS 3119 T JaT FaTdT &, d 37T 39 T & A1l 3 37y TR eXd1eR &3 el fSges |1 319

PTH & T2 & 7T TTUBI Ueb HRITIh b BU H ST BT, Rifcs ag e Sit 31feiged fearegdi o warvl € dar
370 37fdigd 3uATTaRarsit B U feares faaRd & Bl ANSTHT a1 T &, 3 39 JaT § ATHIGA BT el
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2. a1 EIHATY

21 Jar & 3wEn

JAT BT IYINT B B 2k &b BY H, T WBR T & 3R TgHd ¢ fob:

() T Y HaT BT 3TANT bac §H I GRT TR BU I AT 38231 3R Tl F 3R Tt g aprr 3k
fafemY 3 TR B Y 3Rl &, ST Jar BT 3TN R TG 32T F TR & {7 T 3aedesarg 3R
SEATAST 0T M &, Afds g1 dep THfHd T &;

() T BT IJAT (3T 3P faafT M) BT 3T oot Y RepTAT, 31, 3rguga a1 3idy fafafer & fag
H B 3wl TE 2

(1) FRIT B heret 37feipd IUMTeai3T 3R 3ITHA I3 GRT 3TN & feQ 31feigpd feargal o1 yeed
R & Y AaT BT IGANT A BV 3gAA ¢, Fda ver B A e & G 38 (o sas & g
3T TR B Y AT & T B) 3R T O ITANTearsi gRT ifgd feargd & Wit 3uam & fay
TSR Tel &AT A & @fds I8 89 dab & Tifed & &

(51) TRATT 379 1A T (3R 3rgAd e & faseft Wt 3R 3uaiTesal) gRT JaT & it 39T % forg
oIR8 3R 30 1A BT gRT 6 T B WY BRaTS TR gRT B 7€ JH SIreet 31 Feem (3o
3gd e & srfaRem) O ®i BRarsar & fav Apple & ufd fSmieR g

(8) T 379 31fOga IuFTRarsi 3R AT 3TN I 3197 31feigpd fSareat &l fewra & & fag
W} 3maeae ANfUBR 3R TEAfd U e Sk s e srgafa & e &

(<) GRATT DT T b HIEAH F AT e Pl BRI 3R Yeftid P Bl 37f6eR 8N 3R e & IugnT &
AT ot @1 raf T ITerT oAT B,

(®) mefdd Apple &Td g9 & T 3R Apple @ Teiftid Apple @Tdl & foig a1 FaH & BI 3gAfd &7 &
foq (eafermmrd ST &1 3T 3R IERET Afed) L el 3aede g 379 Aftipd IuanTeharsit & @it
AT AfGBR AR TEATTAT UTed B,

(ST) AT AT H HaRATYD] BT SIS Hebd] &, dlfcbT bl qHl STa VI eAfekd I P BHIART AT 3eH
PHART B AT A BT 3R I B B dTet aT JardT &, 3R TR UH Uell Pl el ETdT et 38237 &b
foq St HapdT §; 3R

(i) TRRITT I a1 BT IYYNT el 319 (3R 30T 37gAd FHPBRT b) 3ATaRe AR TRIATA! 3R T
WeNfiidht 32231 & fAiw A Y 3gAfT ? 31R 3N Jditar ver (rIHd SHTE &b 3TATdT ST "3IHA SHTS" TRMTST
BT ITYRT (M) F farfd Tt 8) B BIS fSared a1 FaT UM B B AT TEl & ST JaT GRT FaH b 78
Jar3fl AT STHBRT P TT Yhipd Bid] & AT IFBT A 3aTdT & a7 faft WY aRe & JaT &7 3UTT et &, a1
ST 1 Apple gRT faifed wu # wedfd & 18 2

2.2 PIE 3 AT IUUNT TE

TR ot WY 3fagd adids I JaT BT @M & 351 & o7 Tewd €, o afdar, Jeads emar w arer
ST AT GHIGATYOT Blg 31eils BT MR & AifdsT T8 321 dcb HHHd 781 21 VHT B3 &l BIe W ™
Apple 3R 3TF ATSHTURS! P UBRI BT Iecied &1 T 7 9y # T Y J Al Gy o1 &
37T, et W et vt Bt @Tedd Rl & HhdT €, o el Tbdl 8, TS T8l R JohdT &, [y W T8 <
JBdT &, U2 W &I < ThdT &, T fed el X TabdT &, fIaRd T&f o TebdT €, SRS T8l X T &, TGHIAIRT
T I T b I[N BT Al TE < FebdT B, AT 39T T (I7 39 fdt Wt Teep) Bl 3uaed Tal B
TPRdT &1 T 89 910 W TeHd ¢ b a8 JaT BT 3TN AHAEEd Bf 30l &, SRS 6B, TR
B, SHA B, TITRA B, JTET B AT 3T 3T IR & fAT T8 B () g |t dede ot k-
BT, TRRAT B Tel, YHeb! W1, BIHReD, HIEIHBRD, 312eitel, [t 3= bl fASTdl W HTBAUT B
T, GUTRUS, TRl AT ST B H ITTHASTD AT 30T 3TUfdst e af; (i) DTS W e St fht BriRise

4
Apple Business Manager 3iq&itf IS



T 37 difgep FUGT BT Ioviad BT 8, AT fbdil AR Y8, AT WidaTdHS AT 377 AfpMT 31fIdR BT
JooTgd BT g, (i) pIe WY 3emer a1 3Mfddpd $Ha Hael, [, TR A, S Wet, WA a1 9 oy,
IR/ (iv) B Wt e foRTd arR a1 BIS BRI BIg, WIge AT WIUTH A & ST Jat a7 faseft 317 deger
IR T BIENR & AR HATAH Y JHAH Tgd, TALT R AT A < & fofg fwmme fabg g
81 g8P IHeATa], HIAH g8 §1d R |t FeAd 8 & a8 39 JdT BT 3ug1T YIS B3, WA B, THRIE B,
SHIER P, YHDY T T JHTM Ygd AT ATHI b T P 37T febet 3R 9 o1 f@mar o & fag
TE B, 3R Apple fait Wt O 1A B SRABR AT 1 B3 BT AUHR Jfera Y@ar & fory et 3mg
YT T Aferd & ATH T G BT FABI0T AT TTeTd TAIeROT HHT ST HebelT &1 T JaT § T T gRT
T Apple AR AT fobdit 317 Fafdid Apple TTTRAER AT Hrenfieh! gRT HrIff<rd faset Wt geem, fefoiea
THA1ER, f3fSied fUBR etH, Ao a1 THTONRRUT oF H ¥aeid Ta ot a1 faat 317 &1 0T e |
Jerm el gAY | 3R 319 fBE 3T TRAT, AT Teantt, fast 31ga T AT eI Teantt &
gfdfafd (45 CFR § 160.103 ¥ gfoqrfoig Y 1€ 2rdf & 31AR) T TR Ja1 FardT a1 [Fer €, ar geam
9 91d A HegHd ¢ fob ag Jar & et Wt TIeep, e AT 310 FiduT BT 3udT febedt Wt “HRfald e
STHBRI” (45 C.F.R § 160.103 H RIS b1 7 2 & 31JHR) AT o7 BITAT &b dgd HHbE] TR ST Bl
M, UTed B, I@ETT A T AR oA b fedq T2l o 2 fobet it adids 3 39T 78t B, it Apple
DT G T Tt FTar-vaf T ATt des Tgd1Til SH1Y AT 37T Hieh Apple BT oI Fareedl YT Il
& A SHITI SH 3t H T B § FeH 7 fbq 7¢ @t stfeeRr gRfard € 31k P18 31 orsdd, ufaarm
7 31feR, e a1 fifed, FAfearef, fadv ar 3mrem Apple gRT WeM Tl {6y SIrd €1

2.3 [dR AP BT 39BN

T Ppae TLAE b MDM IR o1 Ja1 B THifded o 31 fEarsq AmdieT A 31 3vds & &
YIS & Tl FeR e BT 3UINT B P i Ferd @, S 3Afeidd T3l 3R 3gHd 3UNTehari
GRT TRAYS BT A Tfehar fbT ST TR 31feipd fEarsa B ¥or S| TRem 379 ek e o faft 3r=r Teeerm
BT Y& AT TYMIART &1 B AT 379 JdT FTdT Bl BIga Tt 31T TAT & H1ef TS 78l R b folg
HEHA 8| T U HeR <Ih T FRAT 3R MU 1 FRferd 3@ & g 3fed 3urg 37 3R 37 3 e
P TgAfd a1 & 3R 3% BeBTS Bl TS 81 IT TXAM & UTY Ig A BT BRUT 8 fh 3Gk T BeBTE Bl T
21 Apple 3107 fAIHHAR fait Wi TAT TR e P IE AT 3eM B BT AUHR Jefard I&dT &1 s3T5
rfaRed, T I8 JHeTaT & 3R T8Ad ¢ {6 o1 da b MDM TR & Ush 737 TR A T8l SIIeT STdT &
T9 dh FaR b Pl A A M I TLLTT &bl JaT BT IYANT B Y &IHdT WTfad Bl

2.4  EULA ¥ fiam 3ik orf

JaT & 1T P BY |, TERAM 3797 31fpd IuAThdrsit 3R gAd 3wTebalsi & fedt fsarea w am=
YRS TfRd2[ UfhaT & e Apple HTHIIR & feig I 3R 2rdf Y WBR B BT fddbed I FebdT
B AT T Y S YT BT UGN e deb &R Hebdil & STd dep FeAT (eI @ Terearepdrsii & Hedd 8-
(eB) T2 % 31fEipa HfAfAfer Y 3rfeipa Juamrerafai 3R 31gHd JuaiTeratai & fag OF Apple TTFRATR T
qTeY 31fdiepd fSarsd B f3eiiar v A Ugel AT a9 UIe WX Apple TTHRAIR P AT EULA Bt bR aAT 8T,
(@) afe Apple FIHRAIIR & fiT EULA # gRad g31m 8, di TR 9 91d W HeAd ? fb 39T 3ifupd
gfaffe Jar 99 A TR TR 3ITYAT d2iT AT BT 3TANT SR I&H & g Apple I a1 fie @ O EULA
B G WBR B | JEA WBR T & 1 519 de fdb W EULA TNBR Tl o fAT ST a8 39 Jar &1
39T A B FeH A8 &, fSH 395 MDM IR & e rfaRem 3ifeigsd fearsat o sigar ot enfiet &;
() T Ig FARTd I & faiy fSmIeR € 1o T EULA 31feigsa 3uaimesatail 3iR 31gAd 3uamasdlsi &
W& by ST 3R U 3rfeipd 3uaTeaf 3R 3rIHd Judesal Apple JTTAWR & faT EULA % fami 3ik
2rdf I 31aTTd B 3R 37PT 3UTAT BT §; 3R
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(&) TR 37feipa ITANTRAT AT 3R 31gHA 3TTeRAr31 gIRT Apple |THRURR & 39N & fAQ 3maead Aedfd
TS XA & g fSmieR 89 & foT w8dd 2

25  fearsw wMiaor
TR O faseft Y s1foiga fearew 1 : FE1 SO forehl fearesy Armics Af Fard § 3R g O farsq
B G: T AT fB) o R & et gar Y TR B F Ugel 39 JaT I g F T TgHd 2

2.6 HeeH TR

a1 H e BT IUUZUT TATlerd BY F 37&H 8 STTdT 2 3R 31T ITANT & 31y b Ffdal 3R Jar # v
3R g & 39AI BT AT B aredt ordf (‘Volume Content 2rdf”) & 31T 81 31T 3797 AT
T TR TeH b 31R 3% B¢ B TR I B AT A a1 3 ATz § e dab Ugd F H T
SAMT YT Hebd 81 Volume Content <rdf 3R 9 3136 & Widel & 31, Ig T 31T0ep! fSa1sd 3rgTHe
P IUANT Bp 3faPpa fEargdl I a1 3TANTHRal 3MEAHE 3R Apple @Tdl &1 3UAN &b 31fapa
3YGNTAT3AT AT IIA IUANTHRAIsT Dl e ATEd B H HEH Tl g1 319 OF fosdt Y Qor o 31feigpd
IuATeRatart 3R rfiigd fEarsal B VT 3T IR Tebd § (AT TE IR Thd & 3R T 3R R Tohd &) STar
7 Qg 3 ff g IRadT & 31T App Store W T 3T ATIAIG B J I €1 T b Fael H,
37T AHEIA & 31K TEAd 21d & b U IR fbait o 1 31faged SNl AT 3TIHd IUANTehdT Bl 3TST B
R U g RO &1 ST 37 3179 geb bl T8 AT Y: 3141ST W Gerd Tal gl | O It @il 3ik @
2raf & 1T & AT 319 G e foTiaR 21 3l 3179 (AT 37706 =T ep) HaT & HITT & BU | dhee @eiad
£ a1 39 T Ugad & d 319 ewd € 13 3mus Uy 31u 31fAgd 3uANTeRarat 3R rgHd 3uavTaata Bt 3R
J Tt W 21df BT WiBR B BT 3MfUBR 2 3R 3177 3% WBR B| 3T FHSIA 8 3R FgHd 3 fob I8 b
I Zeff I & W 3ucies TET 8 ehdT €1 31T S dTd W HeHd & fd5 319 37 32l & gTeR 3TN & fay de
&1 fafa 78 BT o 3y far aea & 3ik 7 & a8 2T {3 3muds ur 39T 7 BT ATEBR a1 & 2|
3T it Y &or & B AT dsce FaTaTsil gRT ufRa ufdet &1 3ewed 7 B & fay wgnd 21

2.7  HGEAYE Gid

3T 37U FAATIDR] GRT AT & Yo | 39N & iy FRATIS FTd g1 Fbd & ol T Apple gRT
FALYTIE HTd| P! TIT W S T8 HHBAT & 3 81 I FaeYTId WTd Yo fafrse Iuaimemdf 9 31k
YRdE &1 TS 811 fSHT WTfRcd 31TUehT BIMT| ST9 3170 SaeTYd WTd &1 8 af 37T9d gRT 3UeTe] Bl
ST greit Jar Pt B 31k Brfemdrt W wral & g gard 8 gt 3R 319 g7 waenyd @rd) B
3T BU J FerH HA 3R & @l F gy ¥ it nfafafeat R dée Tlig B safd &) & fa Feer
BIM| 379 WPBR A & 3R TgHd 2 b 37 WeMmass @rdl BT 3YTNT Phaed 1T Yev 38201 & iy Ja1 dk
ugen 3R Tefed B F A far ST T 2, g, 36T 3TANT 3T0% A B USigd R a1 37
Jar3it W VMR (a1 THBE! fHT) & U F 35T Apple JaT3it de Uge 3R wefad w & faw far s
JhdT &1 IfE 31T PIS HALATIS WTAT 8T & at 3P 3R 31TUP FRATID P YT W JdRATIh WTd! dh
UgT TEI 2Nt 3R 39 bR B € 3R Fegwa B € 6 T8 wraré wicrady & & Foelt &

2.8  wdfdd Apple @1

T 3 IGEY 3R ISR S ITIR JaT S WIT F B9 § Uga 3R 3w F A7 397 3ifeigsd
3IYANTRA3T & fg JEfed Apple &Td &7 Fahd 81 39 I AR o & foiy 3TRerdt € o 31muss iftiga
ITeRatat ¥ foTg Jar Y PH-F GG 3R wrfermdr germ B AQ 3R y&fid Apple @mat F fmfo,
37T 3R YA & fog - g 3ik srfermar garm B <o

Apple Business Manager 3iq&itf IS



Tt 31fErged ITATTaRT GRT 3UANT & feg Ueifeid Apple ETd g1 & fog FAAfaifEd STHeR & 3maeadsar
Bret &, foRas SRy ATH, YRATfad fHehT, URiaE, SR UdT (U 38031 & fog) 31k i FaR ST aafaid ger
oIS 81 Hepdl 81 3fEidd IUTNTRI31 b W bl YT ST 3@ 3R 319 37t ITANTehdi311 b Urae
P ATAATET AT I IR B BT 37U &HAT BT §1G IGH P AT 3BT Tg STHBRT MU I&T AT
379 JEfed Apple WY BT Baet 37U ATARS AGATT AT FIAT WENfidht 38T 3 foig 3R Faet 319 31fogpa
39T & g € fewia & & oy FeAd 21 31 ¥eAd ¢ f 31T 37109 3ifeipd 3udimesdisi &
sifaRer feet 37 & A1 wefeia Apple STl T AT T&l B, T & 3= o<, 7 & GAfdepa e, 7 & g
R, T8 UL W N, T E 3UR & AT 31747 37 % Ugd T & BT | 37T 37 Ja1 H yeiferd Apple @t
P 3 P Thd &, [Hcifdd P Tbd & AT 8T Hehd & (3aTeR0T & foi, Al Big 31fogpa 3udimepdl deem
Bledl 8)| Apple 31U 3ftipd ITFMTHAISN P i IHY ST Febl aTel Heifeld Apple @Tdl &Y F&AT 3R
foraft T & Fag feipa fargal B Jwar B WAd FA $1 3AfTeR JRferd I@ar €1 3mes 3ifepd
IURNTRAT3T & T 31TUh gIRT Ferm &Y 7€ a1 &b $& W] 3R Friemdr & fav afaa seraféd sifafad
STHBRT DY 3TTaIehdT 81 Febd! &, S fob Fdferp

& 37T 379 VARIPT, FARATID! T BHATRAT DY TTST 57 B3 b oY 377 Apple T I I & AT
370 FARATIR] AT 37eiged ITANTBATsT T 377 Apple HaT3il & fAT 31T HXATT BT Usiigpd B3 BT 3FAM
Td &, a1 3179 USTaoT 3R Fudh 35931 & Ty Apple JaT3il BT 39 TR 31K 3P TR AT 3fadhd
3uATeEAt & wEftid Apple WTdl I Terg Afaid 321 F IR H STHGR dob Uga 3R Fafeld o b rgafd
2 & foiy TEHd eid &1 31T Apple JdT3il &1 37 31ftiged 3UANThdT & Yeiftid Apple @Tdl J Hdg @Tdl ¥ sl
HUEId B3 Pl 37FATT & &b feiy ¥t FeAd & 3R Apple Y 3710 37R/aT 31Uk 31fddsd 3udimesdt & Apple
g1 377 I8 FATTd B & fav SRR € fib 3T 31K 3 31figsd 3uanTeal aaies wafod Apple &Td &
foTg Tt @Y BIAT BT 31U B €, ST 39 Apple JaT TR TR 2 SRy 317 3197 1fiigsd IuinTasafai
B TRRT B3 BT 3ART 4 €1 Af 3196 FaReTIs, FaEd AT BHARt $8 Apple a1t e UgT U
2 dl Apple 319ds 37fdpd IuaTTaRaisii & H1Y Apple AT & 37d IGANT & R H FAR B Fbdl gl

29  3qHd e 3R 3rgaa suanTEat

S 7Y BT 2Adf &b 3, A FHbrr 3R 3rgHd ITATTRdT FEfEid Apple @Tdl & 39ANT 3R GRS
P BISIN (519 a% fdb Apple RT 3110W # 3R fifed Ba # s/ & gAIfea 7 fosar T 2) 31 @rd &
3idrfa JaT BT TR Y Febd 81 31T 3FHT ST 3R 3gAd 3UAITehAlsil gRT €9 ey P erdf &
3T & Ay fSieR 8 3R 3acs srgaa vl 3R 3gHd STINTedisil gRT 9 3gey & fast WY
3w & Tl I Apple & Ufd IaarIT 81 A 3179 (31 3MMUHT 3R J FBIRF B a1l JaT Werdn) Jar §
Apple-siee fEare sied € S st 31Ad 3apTE o warfeied B &, d 3md Apple ®Y wfafifiicr oxa € 3ik are
B & fob 31IAd SBTE 7 319 VN feared Site & foiq 31fegsa fasar & fob 31 o O fearsy o1 fAdeoT
® 31N 3719 U 31gAd $hTS (3R SHP 3Ad ITANTRAT, TS AN &) bl 3R ¥ EULA BT WiIDR B BT
AABHR 21 Apple F U A fieR Rfera & Jar Brerf a1 wrigmar w Rare Fufa o, o e
379 3T SBTS (AT 3FFHA IUANTebA131T) BT TR AT YT & D 37T & FebaT & 3R 3T I8 370l
AT b 3170 3797 @Td F bt oY 317 ST A1 1A 39ATTBar o faset WY Fm 370 fadergaR ger <

210  3USE; WRAME & A B gue T8

Apple feAT fosdt G & et it wrr e & 1€ Jar (am 39 fasedt W) ol faariia, 3=1d, fHeifad, s ar
3T RN P FhdT & 3R Apple T NUBRT BT TN B W 317U AT foselt It ued & Ufd Iavart
TEI BITI Apple TR &Y a7 I Fefad BIg Y 3708 3ucTa] - & iy are A&t 81Tl afg Apple 3muse

7
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IUTE BRI & 1 57 e Pl 2l UF 379STH R AN 81T, ST b fdb 31U P 1Y PIS 37T e T &,
R R H 37 3rgay B o @ Bt AfE P 3rvee Iuctey HRIAT SAAT &, Y 39 WX e, Jarg ar
BrIGHATT 8 Febet § S Jar ¥ Hiejg Hrerd, Jarsit a1 erfemarst ¥ fi=1 € Apple 59 Ja1 & fav #1E
JERET, TebA1ep! T 31T FERAT Y& R &b iy ameg 78 21

211 qdg-uel Aar yerar

TYRY AT FETdT BT ITANT B BT AT Bact it <t STt & ST/ Jar werdT B Jar e g 3R 3T
3T YT 3R | AR &7 2rdf & AR fdar STrar €, 3R I8 3179 3R a1 Ferdl & sie e aregdrt
foifEra sgey & 3 2, fSrd &0 & 39 Apple & foT ufdeereres 3R WRameres o et fruffia & 1€
2rdf & AT & €1 FaT b Feer H febail Wt T vrerdr gRT bl 7 fol Mt Brarg 3iR/ar 59 3y & 3=
B aTet foset WY rf bt 31T gRT b Tam JET SITe 3R O ot pRareat (3 faset Wt fAfsadn) &
AT Apple & Wfd 3T (a1 UeTdT & FIY-TeY) IRERA 2| AfE JaT eTaT gRT Y TS B HRaATS AT
fAfSSarT S 313 T Iowe 8 Tehd! & AT =TT PIE TR Tgal Tahd! € af Apple 370 ¥ Ja werar
&1 3UGIT §¢ P &b fel§ Ped B iR FRfard & 8|

3. WM& i

XYM g yfaffaa Har 2 3R aret <ar & fas:

() TXATT T 31feipd UfAfATH (i) B I HH 373RE (18) T BT § AT IHbT 3T 31Uk IUBR &5 H qawepdr
DY BT 317G &b SRR B, S HY 3718 8 3R (i) g8 319 3R F 39 3t § Ya2l B 37K T Bl 39
37EY P 2rdf 3R Tl I BT BU F it BT DR 3R WTHIdR 30T &

(@) 9 ey T JaT & ITAN (Apple HTTFIR Aigd) & Hey § HRIM gRT Apple (AT 9 3ftpd
IFANTRAT3T AT 3IHA ITANTHRAT3AN) BT FeH DY T8 Tl STHGRT IdAH, H, Hlep, FHeT I 3R gof
BITY; 37R T gRT Apple @Y U&H 6l TS STHGRT & e §, I VT STHSRT H {6t WY gecta & R
H Apple T gid Fferd B,

(M) HIAF 31 3Mfeipd UfdfAfedl, aweredl, Jar Ferdisi, 3iftigd 3udnTehdist, A 3udmedisi 3R
STFAA HERATHT GRT AT & 3TN 3TN §H FeT P Al P IFATAT P TR BT 3R 37 g fSigR g,
(a) XA HaT & Gy | GXIH, 39 31feipd gfdfifoa, cawaraei, Jar gardisil, sifted 3udimears,
& 11 Tfdfaferl & fiv I @¥E I foimier g,

(8) T It MOAIar 31K SeT YRai B! (S AfdRITTd ST % FHERRT 31K UH 32T & Har 37anTHT &
e H AfeRidl bl Y& W Y HHS 3R gREE P 27 318l 2016 P fafFa5T (EU) 2016/679 3R Ja1 &
3YANT 3R AR ST Aled ST & IUFNT AT WIS & dad § f7er 95/46/EC ("GDPR") BT e &) 31K
g1 B HIEGH I STHBRT FATTd B &b iy It v Iaverdt 3iR fomeR &;

() TRITT AferiTd 3T J Faiferd 379t fdfefe & v foimieR & (S eaferima 8er bl Jram, ARt 3k
TET P U AT, I Al Py AT 3R 3BT FATET T 3R); 3R

(®) TRITT S 37J&Y &b dad TR D 2df BT 3T B 3R IHSD STl Pl QR BT

4.  Jar ragHarsi) AT 2rdaf ¥ g™

Apple ot ¥t T9 JaT a1 39 373y BT 2/df BT e Tebdl 81 HaT BT 3TANT STRY 1@ &b AT, TR B
379 31faigd UfdfAfe & Aream I g4 31gey B 78 Maaearsil AT rdf Bl TR ST 81 3R 394 HeAd
BT BT A 39 7€ Mg dsar3il AT 2rdf I HeHd el & al JdT BT 3TYBT IYANT, IT 3BT Bls HY 1,
Apple gRT Hcifed a1 FHTE fdsaT ST FebdT 81 3719 HEAd B1d & fob 39 X8 o Y (e P 2/af bl 3Tueht
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WGl saeIe B F TATE ST Tapd! & ST famT faseft wr & et sia ol faf=a &ear ar "Hewa &
T AT g7 R forids BT oMfAe 21

5.  afayfd

T BT GIRT A AT deb 319 Apple, 30 20T, stferepTal, S, Healftal, T bisaey
3R nfeipa wfafifet (e "Apple aifdafd gar) @1 eifdyfd & 3R gfRfed @ & fav Tend € ik
Apple & R TR 3% foseft Wt 31k ot <rat, =14, SR, aifd, @3 3ik amral & srard € S faar e
T & abiatt Bt I 3R 3reTardt @ enfiet €, S Apple erfagfd uer gRT 9 foby v € 3iik fAmfafea
H 3 ool I 3001 a1 39 Heifed € (o) 39 3y W by ¢ faseft Wt gwToM, aed, aifd, wfaffae ar
JRE BT 3MTUBT Jecied, (F) JdT BT 3BT 3TN ([SEH 3P JdT FeTdT, AdRATID, 31feipd IuTwRdl,
HA 3TANTRAT 3R/ TG SHTE BT ITANT A 2, T 3281 b HAa 781 &); () 31foepd fRarsw,
fearsw A AT 3iR/AT MDM TR & 3% 3TN, GRAIISH a1 U & aR § dIs | &rar, fSad
3w 3uaTeRaf &1 grar enfiet B, @fds s da WA & 8; () 31fdepa fSarsw, awemud wral, weferd
Apple STdT AT &5 3TR/AT AT & BT 3T ITANT & WIGUH, Yae 37R/37 3TN & R H BIg W T,
forae 3ifam 3uTesaf @1 araT onfie €, T 51 de AfAd & &; 31R/aT () faiTd 87 % 31U 3uanT
T YU &b R | Big MY rar Bt Wt fafa # 3ma Apple & g feifeia Tenfa & faar fasdt gota ver &
T PIE FHSIAT AT VAT 31T T&l B b & o1t Apple & AfUBRT BT FHTfdd Hat &1 a1 Apple T faat
Apple &fdyfd uar oY fseit 1Y aRe F ST T B

6.  3m@fa 3tk guE

T Y Bl 37afd 39 7 F 5 anft ST &7 31y Jar ® g 31gey Y Ugel IR WHR B 3R Apple
GIRT 379 T WA BT GRNb Ffcsan fafel & «1e ves (1) g Bl gRffes srafd & fev faedRa gnfl1 3asb
g1, 39 3 DI 2rdf &b Il 3P 3T &b 37, SH 3 b 37dfe Feifed B9 I BiHd b (1) a9
& Tl R 81 ST, S7a eb feb 59 317etT b ITAR S Ugel THIS 7 B AT ST1Y| I 3119 370 HH &b
T Jar AT T Ufshar QI T8l R 8 ar Apple $ e 31R/AT 39D @A BT HATG o Fhal &
BIE WY ver 3T+t Jdur & fog, fbet WY Rt F a7 f3AT faRiY BRUT &, S TS BT AT DR FhdT €, S
feb 370 Ul B It HHTW PR &b 37h YIS bl feif@d GerT & & i (30) & s saTet gl

IfE 3170 g e & fasett Y JTaer BT Ut & W fathet Y8 8 a1 Apple &1 1<E & 1o 31 fawer 81 77
%, A Apple 3109 fIIBITER 3TUH! BIE YT & &A1, i &l o Fepar 2: (i) 9 ey 3iR/aT 39
W BT THT R ThdT & 3R/AT (i) JaT (@1 39k fobelt Wt ) e uga # Fcifdd o= Tapar a1 A
Fad1 g1 Apple ot Wt I7a1 31Tt gfad by faaT Ja (a1 37 et v a1 dsde) o wieife, fdfea ar
g2 Y BT PR Fefald I@dr 2 3R Apple U 37fHBRT BT J&NT B W 319 AT B! Jdta uer & ufd
IR A8 BNT1 Apple S 3JeH B GHTG HY B HepdT & IT JAT3H1 T 3TN &R P TP BRI Bl
fAdifed Wt & ToaT &, M (F) 319 Jae[ 4 H afvra fasit Wt T 31ey P 2af BT WHR A H fIve &
;AT (E) 3119 AT IS HY T AT Aferd ST 3BT Tcd&l AT NI BY J (AT BT 2, AT 3P A1
AT T § & (STel "REsoT @1 3ref Aerer 10.8 N ufurfS febar ar €), 3 @i ar & F wfdeuy ar
3 e 3 3 & a1 &Y ST & TeT JaT 3ueTed }1 . 3179 TWHR X & 3R TgHa €d € fob 3ma 237 3rgayr
B IHIET AT WA B W 5T AT aF Ugdd H & Tel & Tobd & 3R Apple 31U, ATUB AT,
7fagpd 3uANTeRAtsil, 3TAd TXAT3T, AT ITAT ITANThdI3AT GRT JdT & 370D IYINT P ATHH I GIEd sel
T TFGRY % g BV FAei{Sd TR a1 3 g BT PR JRierd T@dm &1 3muey 7 Ja1 3 fobedt 1t wm
BT 3UYNT HRA F Ugel SKATISIl bl FHIGT BT ITeV 3R 3707 ST 3R STHBRT BT 3fed db-319 F1mHT
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o1feq | afe Apple U 31fEpRT BT YN HIaT 2 dl g 319 AT fosddl gt uel & ufd Jaxardt €l g ar
Tt foeht T ar fided & gRuTRawy 8 atelt fset Y erfd & fog Suvardt 78t 8 e ey By
AT o gre Ht FHfefard graem oy T80 Jered 1, Ao 2.9 T gERT e, JereH 2.10, Jerer 2.11 BT
GERT B2, HFeM 3, e[ 5, Hee[[ 6 BT GET 3Je8e, 3R Je[ 7, 8, 9, 3R 10.

7.  aRfeAl &1 3RdiERoT

Y T B9 A INBR Bd ¢ 3R Tead &1 & fob o] BT gRT 3 FHT dob, JdT BT I AT 3TANT
B H I HIAT AT HaT GRT AT IHb AEFH I 9T PIs I feared a1 b a1 BRI, 3T UhHTH SfEH
R g 3R HArsoie oTedl, FeH, Feldhdr 3R TR & Haer § Fquf Sifew 3mddb 9ref 2|

T BT GRT AT B BT 1feiepan AT o, Far Tt Ffeat & arer 3R faeit t gpR Pt aRe & fam
"SIT 8" 3R IR 3UcTe ¢ b BU H Y& &P Sl 8, AR APPLE, 38 {32, siftenl, wHert, geart,
sfeigd wfdfafe, Tole, Hi~aey, TAfdsdr, a1 ARRIEdT (HARM 7 3R 8 & TSHI & T drfed B I
“APPLE” & ®U W Hahid) TdeaRT Ja1 & Fee #, Tt woree, fAfed a1 durfes aret ik 2raf &1 wed & &,
fore siafifed arfear sik/ar @R B ord, e Tordm, fset o 32ea & fay fihew, Tétasan, enid
37T, oMY, 3R gedta-uer F AMfUHERY &1 R-3edteH A € AfdsT s b Ted T8t 2

Apple, T JaT & 3TUH IYINT AT 3T H e&dQY & g BIg TRE T8l &ar & ar ufafifia 78 sxar & ar
3TRaTE el T @ fob dar # 2nffiet Wt AT BrfcHeddT, A1 39b gRT (AwTfed a1 Wed ATy, 3oes!
AR HATHT T YT M, Fferd BT, T BT 3ATehT IFANT AT el faTied T Ff-Herd a1, ERTfel
1 FfeAT BT e AT TG, T Bl IueTed] BT STRT @7, JarT Tl Wi gt uaf HITedR, Uftddser,
B AT JATT vef Jarsii AT fbedt 3777 APPLE 3cdTal a1 a3l & 12 PBIRE Hift AT HITA 81T, AT 44T & ATEH
I TUEIT T TR BT 7TE BIE STABGRT AT 3T TH, TR, ifdiRd, T&l e, 39 W P gHell A&l eI, 86
TE T SO, 396 1Y EXAAT TE ST AT fI 31T YR&M GUS BT RRIGR A& 8NTI 31T WeAd & fob
FRI-TH W Apple 39! Gfed By faT rfAfeTd smafar & foig 7 Jar &Y ger TabdT € T fsd) Wt v
39 a1 Bl HeNfed, fHdfed, §& a1 38 Y FobdT 8|

319 7 ff WhepR &R & fob g Qa 37 uRfEfaal ar uRael & sugi & Ay siiva a1 3uga 7€ 2, st
T JaT gRT AT ST AT F Y a1 7T dde, ST AT GAT B fAvhetar a1 wH Y &, a1 Ffear ar
Ifga, 5y, @farima @ve, a1 MR 2R ar vafaroitar eifd &1 BRoT 97 Fodt &, o faar fast <
& wRAT] fawnsil, faam Afaied a1 Her gonfedl, garé ararrd =T, Sfiad 3grb FoTe, a1 gfer
YoTTferal &1 Fermerd fie 81

Apple 3T Apple & 3iftiged UfdfAfe grRT St 7€ BIE i HifEd a1 feifeid STHSRT AT Fellg 59 31ay H W
BU  3feeifEd aret &1 AT 78 watt 3 a8 Jar awgef Jfdd 8t € ar 3mg I raeass |fdfa,
RUZR g1 GuR BT G AMTd a8 |

8. < &

BT g1 Afdaifera 7 8 bl FaT dab, faseit it fR2fd  Apple &ferima die, A fosut 31mesfeies, fad, smcier
a7 gfoTHY &ffd o SR 8, forR faaT T, @t & o Y aifd, 3T a1 STHBRT B TRIE a1 aifd, P
Wt $21 I STHBRT BT YR IR | fatheldT, eradTiRics STHT AT 39 31ga 3iR/AT a1 & 319 39T AT
YN B DI 3M&MAAT A 34 B8 317 I1f0ifes &ifd a1 g1 & g Javerdt 78l 81, Wel € Apple &l
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Y gifal &bt GHTeHT b IR W TRTHEf AT 7T 8 AT a8 38 Ufd STTReh 8 31 3t & [gid (B,
7E, AT 319UT) & I1aSE, 3N Hel & Apple BT VT &ifadl &bt FHTaHT 6 R # wrrAef faam mam g fset ot
fefa & ot erfadi & fag Apple &t 3179 Ufd Fo a1 (AfFRITd e I S AT § @] BT gRT
TGP I IHeATaT) T SR ($50.00) I 31feres T8 gnft1 Iwderd FATT der Y o eI, ST 3wfart 3umr
379 3719 38T H 3B &l SITg|

9.  Sergean iR Mudtaar

9.1  cafaira 3T 3UAnT 3iR 3T

T 3GY P 37T 3BT 3R F 32T WRRR F BY H Brf avd §T Apple 3TU gRT AT AT9HT 3R J e fby
TQ STl ST Y YTCT Y Hebdl & AT IHB! Torad o Hebdl &1 T 31 H Hal &b, 31T Apple Pl @
P, T 4T P 39ANT & "reAw F Gy Mg 317ues el (33meR0T & foig, Jar & Arem I &g My e 3k
3T GRT 3T Y 31 fafra fAde, St Apple gRT fafed wu & wiigsd 31 s1iwiicsd &, 3 319R I8 Ja1 e
PR 3R I FY 3@ & AT 59 AR ST BT TAIET T 3R U & BT fAE2r < €1 Apple el T
Terfed el TR & AfariTTd ST BT TIerd P, STa b fds BT gIRT VAT B P 37T esdr 7 e | Uit feaifd
H, Apple 37T TRIERUT I TgeT 39 BILHT ATaeddhal &b IR H JfeId B, 519 0 o a8 B T fed
F gDt MTURY R Y STHGRT BT Ufdeifeid 7 & | Apple 37 T&-URIR P Al ST YeH o Thal &
S A1 b Ger H Apple Y AdTT T d &1 3T Apple @l "Apple” &t afrer ¥ fuffid @it Apple Teemait
P JI-WRR B B N 3TN I 3R ) Wt 37 Ta-URR &1 390N 7 o fafg 3rfeiged o € gerd 1
U FE-URIER BH A B g8 31gee H U 70 GRemcTes ST JREM ATl § 3geTede U 3 a8 8l | Ja-HRRT
B gt https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf #
3T 21 TG PIE Fe-HIRER 3797 ST JR& P Al bl Juf e H fawhet &1 i1 &, Y Apple @I B gRT
TGP AT b 3 HI-IRRR P ANl &b TaeH &b iy 3mdds ufd Iaerit 941 9|

9.2 3T Wdftid gy

If& Apple Y TdT IotdT & o5 5 AT deb falY 3FfEipd Uge (Teb "2t TeAT") % URUTHRGReY AfarimTa e
BI g f&ar T 2, ger feam man € ar @ f&an A 2, ar Apple B GRT 3Taded g4 W AT ot it &
I P JfAd B, 3R Apple THIM B BH A 3R 32T Bl JRferd A F AT 3Ed B 3amemm
Apple gRT fas&t 8T AT T 31ERgaAT A1 39 W Ufafdhan Bt Apple gRT ST g1 & Hey | foseft formiert
1 A Y 3Pl & B W TEl FHSH SIQT | HITT AN TeAT SERGIAT B! BT 3T e 3R
ST AT I afod et WY gefta-ver il ot g3 5 & e fomieR €1 fasedt fafere wrt amasgdsar
& I STHBRT 6 UgaTH o3 & Tl Apple eIt 2T & Bee BT Yo Tal Bl

9.3  JR&n wrivonfeal; T

Apple IdT & HITT & BY H AferiTTd ST b RITTARUT, YHEBIUT 3R TR & SR AfcriTd ST bl FR&f &b
foQ 3TNT-HHE 3UTAT 6T 3YFNT BAM| S YT b HIT & B H, Apple fIsmd 31k IRTHA & SR fdwimd
32T Bl TP I & el T ATaaTiaes Bu I 3fad T o, JaT @ fARaR O dT, 31egdT, 3ueterdr 3R
ST GATRTId &, fobait A bl AT o, Y R AfRITA ST bl IUCTIT T8Tet B, 3R FHafda
BU J WA 3UTAT BT THTARRAdT BT TR&HUT, 3Tdhe 3R Jedichd BTl Apple 3799 BHATRAT, Bigdes 3R
TI-IIRR GRT GR&T Tfsharstl &1 sgurad giAfedd e & g 3fad Pan 3a1qm 3R Apple I8 gfAfead
P 1S5 U AfRITT ST BT AT B b Ty 31feigd fasat Wt ford gRT 3 JaT & Tey § faamtd e
&Y TMOHIIAT 3R GR&M b TR § @B BT 3gTer (a1 STV | Tfhees eaferdtd seT ! Apple & HiTifeies
fades R TS fosam ST HepdT €1 STel deb Apple 2T WRR & B # B &< 8T ¢, Apple FefcifEd &
12, A T &Y, 3BT 3T FATRTd et | Tueh! HERIAT B (&) GDPR & 37J<B< 28 AT BIT B

m
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TEd 3T FHBE AT (T 37T STHBRT 3uce aTa; 3Tfse Pl AT <o 3R 3TH ANTa v
(@2rd & Apple Inc. & 1SO 27001 3R ISO 27018 YHTUI-UR U 37Td9Teh 3iifee 382l & foiv waafed A
STTEN) 3R S BT GRT TG 81N TR 370! feid B, Tl Apple bl 31 &, 31TepT g it fAder GDPR
T 30 QYT F8 AT PG HY b HERT I 3T Y& YTGHHT BT Ieeieid BT 8); (W) GDPR BT 3784
32 YT BT P dgd 31 HHBET AT (S IHTT 9.3 H Uil FR& Ffsharsil @l dry &A1 3iR 1SO 27001
37 1SO 27018 YHTUTYST T FATY IEHT 2MMIHAA 2); () GDPR & 318 33 3R 34 IT BT &b dad 310 GHBE
I (Rfdeft urfaasRoT AT ST fawail Pl 8T AT B 3TaRdd YT U&H B H 3T TeRIdT adb); ()
GDPR @ 3132 35 31R 36 IT BT b ded I HADBE e i1 HLAT Y ST FRET THTd 3Teber A AT
TRIYERT I Ugel TRfaeft ITfeiasor I WRTHef e BT 3Tl 6 &, (8) SfaTTd 32T & Hay § ST JRaf
3T a1 WA TfeieRoT gRT Sire; 3R (F) GDPR % d&d SeT fawa & 1fHdRY a1 B & ded 31T THbeS
3UTAT gRT YRR DY Fepfd Y B W 3&d §U1 I8 AaT Heeayuf, SEmyof a1 IR-sifEHqof e 3R
TR SENTBY ("ICT") aT Fel B3 AT 3BT T & b foiQ fEsire, 31fisd ar Hard 781 2, 5t ffiea
TR ISATATH Tare - IGei[ EU 2022/2554 (“DORA” AT ST aRE &b B, fafTaml a1 swarsii &
ded BT, FHaTe a1 310 3aRT SBT3l &b 37 &1 59 JaT bl 57 AT FHH |CT aril Y fatherdr, eae
T 3T Feef F 30 e aTel ot Wt a1fde, <garsit ar grat & fafg e B 9reR 3@ g, fady
U 3 STET DORA T 3737 18R &t % goria s, fafamt a1 wuamsit grr s1fiars ufare adtema
HAP! BT U 3TaTSP &1 3R 31T PG F9 (EU) F Wik R €, dF 3gaie[ (EU) 2023/2854 &
efod fAfafed srfaRaa orct LUt EGil &
https://support.apple.com/guide/deployment/depe03a2705f. Apple B I H, 3R g 376 Bfcwrar
PG YIS are (CCPA) AT 37 @] 8T IR&(UT 1 3R a2l & dgd 310 i &l g3 78 o< 1
TET 8, a1 98 319! gfad B

9.4 ¥ % UgH 3R WIFIAROT, FHIYA; TR 6 B ¥ I

3R BT GRT 3142 &, dl Apple G B fob IS W 3iARTET ST RATTARUT el 37 2l H feba
STTT, STET v et TReM T TR AT &, Fafeld BT SR GDPR & 3104 46 3R 47 (34TeR0T & fAg A%
3T R 3ufFam) ¥ T MY Iuged GReM 3UTT UM Y ST AT GDPR & 318 49 T 3UHH HHT S|
T FRefm 3ural § Apple gRT fAsaTfad Aise 31geY e, AT 31=7 32T TAMIARUT 1Y 2Nfie & Fehd 8, fore
MY 399 AUBER & GRT 37MdeTd 8 W oA & fay FeAd 8 ©, o1 6 Apple gRT
https://www.apple.com/legal/enterprise/datatransfer/ W fsarfea fasar Strar 81 WMT @7 arer Ufern-
UfHfthes SepIAIHep BISTRAT (APEC) &2 § Vel fdby T e&rferitia ST a1 Apple &1 3RS FIMHiaRoT
fITTd ST & IYTTROT & fd g APEC Shix-aies UTgad Bed (CBPR) fiRed (http://cbprs.org/) 3R wrgawt
Reprter BR YRR (PRP) f&eH (http://cbprs.org/) &7 9Ta @dT &1 AR APEC CBPR T PRP THTUH
F IR H wAl W Ageet W ¥ WHG W, gR qag-ue fddae @Emee wemr
(https://feedback-form.truste.com/watchdog/request) I Iuds fdsar ST TBdT g1 Apple 31dd GRT
Apple & f8¥H & e’ GUEId AT WRMIARA fy M7 821 & feig foimieR 78t 81 YiEmds! I ge a1 3r=um
BT RT 3TaRTh EH P 37eTral febet-Ht BRUT & g 316ty &b FATE 811 W Apple 3TYb 3H eferiid eT
P! 3fIq FraTafy & i Rfeid avids F T & <, for ar & Hawr # Apple ¥ GUENd fobar aml g9 |
T b T faseft 3gwd fFerr & foi ST TR & B § 89 ey § Jdel 3dT &, W™ I8 wfaffaa
FRAT & 3R IRE T } b T T Y 3R 31 T FuilRa dfia dar 9o Wit 31gAd ga1E B 3R A
T 3 | Fdel I @7 21 WA Ig 2ifar & fob 396 U 39 3gey W Hael ¥ & fay iR Ot e
B 3R J FI-URRR F B9 § Apple B e a7 & 7T U 3Ad T F o1 Tewfaar & 3R 57 Jay
H O 3rga I3 3§ fat it < & fAg a8 Apple & Ufd IaRarIT 21 Apple faset Wt erfariTa g1 @Y 39
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TE I Uhe &I BT FoRa R 32T Pl "faehl” AT "ATSIERROT" (ST o6 3 Qreal BT CCPA a1 317 3T
GR&M BIAl | febedt GHIT 3aeRoT # gRMIS febaT 11T &) &1 76 81 3iR 7 €1 Apple 39 31y & dey
fopeit WY oiResRT TIfdfafer ® Tt eI Sit erfariTTd 81 & "fashl” AT "ATSIa=oT” T T3 BT

9.5 T ef P Icural 31k Jansif a6 uga

& 37 O JAT Uer 3cral a1 Jar3it 9 TSI, 3BT IUANT BRAT, 37 SIIATS BRAT, 3 ST BT AT
3% &M BT A 8 Sl AT b H1e FeTfeld B1d &, clfesT AT T 1T el 8, dl Ja1 T 3cral 1 Jaraif &l
37 AfRer Jarait & 39T F AT MMagE BU A FAfaiTd ST db Uga- Bt 3ANT & Tohdt &1 79 I B
el Her IedTe; a1 Jarg Mt Apple P @fRiTd 8T g Ugd YeH o Tdbd! €, SR o afe 3ma 3 31feipa
IUANTGRAT 3] BT PEIE TS FaIar3il & HIeH I JaT H WIS 39 X &l 37FAd <d &1 39! 7 JaT &
ey § O rfaRarT 3edmal a1 Janail 1 TN B Bl ATaTSdT Tal &, 3R ATUHT HAARATIS § 37 &
TR W ifaRe 3caal a1 Jarsil & U Pl Hfdaftid e FabdT 81 Jefd Apple &Td & HI 394N &
foTg gefta ver & 3cmel ar Jarsit de UgeH, 3TANT A, SEAGIS B, ST B AT T&H B I U8,
3IMYRT JITT val &b Iarar 3R Jarait B eraf, faal 3k aparat Hr wter At Tnfey, arfds 3y ag aHeT
b o6  3AT9P 3ifEipd IuGITebAisil F AT 32T Vebal & Febdl 8, ST T ITANT, AT AR WeRT S fobar
ST HehdT 8, 3R A AL 2, T TF 30T 31Tk gRT UTed <l 118 fobet Y Hgwfd & 379 21

9.6 39

afE Apple g fufRa & 2 6 Apple & famT 31K 2rdf @1 @I &3 AT Apple & FATe AT 3UGNTBATAT
&Y JR&M & oY TeBeIaoT 3fd BU J 31a2de & af Apple 3% IR H AfRITT 3T BT Yabe I TabdT &l
g% nfdfem, garfe, faera ar fah & R3fd #, Apple 31 gRT W& fo5am mar 1 Wt 31k Y erfarnma
32T Tefard var BT IAMTIRA B FbdT 21 Tg YheIarvT fsalt Wt dee (qdta-usr v afed) & Ser Jugor
NI R AN &l 81T 81 JAT P HIT & BU H B BRIGA T SBAATS A A Ugad, ATIPI U e Bl 2rdf,
Ty 3R snaral B Feten BT AfET) fE Apple BT faid ST & fory fosit geter ver I 3Ry T
BIdT © ("l Ut T 3TRIY"), dT Apple 319! I GRT A HIHT deb, I T&f b I b e b IR
H gfod B 3R 3rRwal B W AT gef B R B AT Feerd R F AT GRId HIMN S aF
ST AT AT U&7 & IR GRT 34T 31fard 7 8, 3779 37930 BT SiaTe &7 & g forieR e

10. W BIHT

10.1  qIg-vsl FEAG

Apple Software IT AT &b P& HIT K JdIT T&T & ATFCIIR 3R 377 PITRTSE HHUT BT ITANT AT FHTIL BT
[T &1 QY ATt O foTg iRt aaT, e orcf 3R 3Rl JaT AT 3TB AR U & AT gagife
TXATIwitepRoT H fAfed & 31 U |t BT 317! 3uANT 3! Fefeid 2rdf gRT fAdfad gt 21

10.2 e PI 3 HULOT 3iR 39T

Apple 31 3T% TEANT 31K Tole AT, dasiidh!, 3UaNT 1R Jdfeid STHERT Udh, I@RETd, TTferd 31R 3w
IR Febd 8, fSH faferse [Eeed a1 grEaR Ugdebdi, geblst AT IP T, 3TIhl 37R 319 37ftighd IUANTRIAT
BT a1, 3TIH MDM IR, feareq Aic AR, deger, fearew, fivew iR gftcidsem AoRER 3R 3T
TR 3R TE 3UGRUT 6 3UANT P IR H STHBRT A &, A A 8 o HHHd T8l © foie a1 3 Fafed
3T JATT T B, Apple &b fEared 31k JaTC Y &, 37T TRI&MT & 3R 3% S8R a1, Apple &
feared, Jart 3R UTEF TR B Tgak I b g 3iifefem, Ter fGeawor 3R o SR 3f1aRes e & fafg,
ITRT AT AT VY fHY AR A Fefdd ATrRAR a1 AR 39ee, fEared wmel 3R 3= Janit (@ a1
) BT VTGeT FlauTsies ST, FREM 3R ST Tt 38231 & feiv 3R 5 3796 b 2rdf b AT Bl Ferfod
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F & AT THI-THRI TR U a1 ST &1 9 JareM & 3TR T by T 21 &t Apple &t Moigar Aifd
& TR FaER fIaT SITQmT, fORY F8T 3@ Sff |akaT & http://www.apple.com/legal/privacy.

10.3  3WIgTHE

S I BT 7 AT 31T a1 ST HebdT &, 7 & 57 Il &b ded 317ueh febeil Wi arfde <1, qofa: ar sitferes
BY Y 3P GRT BT &b Felerd, fderd a1 Bl 311 Aaregm I Apple &1 W gd fdfad Hgafd & fomm
3 TST T35t T ehar & 3R O Wenfd & AT et Y sraeee T v <= 31k 3= '

10.4 39 Refiet 3iR 30 waIR; el &t Hey

319 Apple & gd feifed witgpid & faT 50 3geer, 39 oMl 3iR 2/df, a1 vail & Feell & ar & Big Wt 9
faSIfed STRT 781 &Y Fahd € aT BIS 31T ATISA(P T el < Tbd &, foRT Apple & fddes W AT ST FasdT
21 S 371U BT 31TUb 3R Apple & i fosall Toidl Few, A1 ATSGR], S 3gH, Tt dhded, AT foset
3 YebR & BIL Heitl & HIOT &b ©F # el HHT STYT, 3R 3177 58 fawid, °re T Bu 4, [Higdred,
Iufeeifd ar s, ufdfifeic T& S a8 srger fat gatar uar & oy & foig T8l 21

10.5 g
3 3IeY | Hefed g o FeA ffed wu o < SIrert | Argd-319 gfshar 3 AR 31U gRT T MY AT
Ud AT 8Teb Ud W 379! Wl STH W AfEH Bl Apple gRT f&aT AT HHT SO §9 316y I Heifed Apple
B It FIATT () AfcmTd B e fbg T W, (&) a1foifsies sfavATse SRR gRT feefiadt & fafea
YHTUT &b F1&f Wol ST o o e feAl & aTe, 31k () Yerd Aofl a1 JATivid Hef gk, ST Yok A
WA % T, 39 Apple T3 WR WoT ST & UTa emaaTiies At 3 qre <t € A See: Apple Inc., Apple
Developer Legal (Apple Business Manager), One Apple Park, 37-2ISM, Cupertino, California 95014
U.S.A. 3170 $8eT gRT GaATU Wt &3 & Tl Geafd &d & 31k @eda & fib Apple GRT 31U Soidrii-cs B0
A Woft ST arett Ut IS Wt GEATY, o) off I TR saeardserat B T B Bt gar HwR afofa
ITHR GER U&T Bl feif@id FeT SebY 19T ST AT STeh UdlT gt Hebal &

10.6  TRar

IfE Tem QATIBR BT 5H AT P PIS Gs fbdt W BRUT F AL T P A1 1T &, a1 59 37 &b 39
S P Uail % 3229 B YA B b ol 37T WP FHT e AN fbat ST 3R 5 31 T
1T quf 2rfaRy 3R T & STRY IR e, IS T BT 3ATUhT S 3 B “YaT ATaRTHATS” AT “TT
&P e AHS URT3AT BI R RE 3R [T B J 3IUTAT B I Aebdl & AT Tldaieid dar g a1 g9 4
fesdft MY ¥IRT bl Herd=TardT T J1ehdT 8, dl U8 3getl i FATK 81 ST 3R 3MTaeh! qid HaT ol B1g 1t
39T G BT BT

10.7  3ifeem ik fafawior

3 3 & fosdt Wi UTaeiT &l o] 63 H Apple B fatbetdT @l viasa # 39 a7 fobdl 37 Yrae & T
Y B T8 AT SIQT| BIg |t ST AT fAfmT Y A Yrael ol & fdb 31et] bl HTST bl Heuh o fadg
THET TG, 9 31&Y W T T8l 2| Jarer e dwaet Jfawr & g € 31k 39 ey & e ar 3ref
fFuRor # 39 W faar & far ST =ty

10.8 fafa fzor
3119 g9 T T Apple HITRAIR AT 38 fosdt HTT 1 391, (Fafd, g: fafd, smard, fasa ar wmiaRoT
TE X Tobd &, ST b o S T 157 3BT F B, 3T QFTTIBR &b P fSITs 37 Jam a1 Apple

14
Apple Business Manager 3iq&itf IS



HIHRdIR e b &, 3iR/AT fbeft 310 o) B 37 fafam grT 3ifeigpa 7 fosar mar g1 fday U 4,
A foT fpet TiwT &5, 39 JaT 31R Apple AT B (o) faseft Wt 3mfebT wfdefaa or & ar (@) smfebT
SO faTT Y Qs B 3 ATfHd ATTRET BY et A1 3ReT aTforey fmT Bt sReiged afaal HF et at
epra =it a1 fosedt 317 afdaifeia oref et # enfAet foset it ferd o1 fafa ar gF: Fafd 721 fasan S Fepdr
21 39 a1 a7 Apple ITHRAIR BT 3TN b, 3T Wdfifoed o & 3R gl & & fob 3ma 0 fopadt dor o
T O bt it § e 7€l €1 3179 39 91d A Y HeAd ¢ b 319 Sgerd 59 3MReBT &b B gRT [Hfvig
fopet Y 3809 & foig Jar a1 Apple HTHRIR BT 3TANT 78! BT, ford feT foset HiT &, TRy, fAwTee,
IR AT Sifdes gfeRaRT & faers, fEsied, fHmfor ar 3cred onfid 2|

3719 39 STd BT W16 B & 3R MR &d & fds 3179 3R BIg WY SHIS AT AferT S Uedal AT 30T el B4
A 31T Y BRaT & AT 3TORp Tl WTH 0T & &, 3 () 37 el o it By widdy gfera # Ef € rel
JaqT I B, (&) 3MReBT & Hldafeia <eif a1 &1 # F fosdt H it fas g T8l e W € 3R (M) 15 CFR § 744 °
i 37 R # 371 aret A= 37fdw 3uainTesdf 78t €1 ST fob 39 e 10.8 H 39T foarm 7 &, "fA=or
1 378 ¢ o fobdil gepTs AT ey & UTH, Ul AT 3TUIE! BU W, I gepTs ol Yau Ffaal e f[Adferd e
&I 2Ifert €, ATE I8 HAQH Tfad & TTfHed & AT 3 8, USiiged Yoil § fad 8, 3e gRT &l a1 3171 8|

10.9 WEHM sifdu-3uahremat

JdT, Apple FTHRRR 3R TIATdSHBIUT "qTfUifRid 31" &, ST b 89 21ex B 48 C.F.R. §2.101 # uRMifa
VY 2fec] T 39N 48 C.F.R. §12.212 AT 48 C.F.R. §227.7202 H fdsar ST &, ST I @11 48 C.FR. §12.212 1
48 C.F.R. §227.7202-19 227.7202-4 < 335U, SHET H @I &1, dfUifsdes BRI HIedR 3R d1fvifede Ry
HIFEIIR SXATASTIBRUT Pl ITHREPT TRBR b 3ifdH 3uANTehdisil &l (F) Faet aTfoifRies 3caral & B9 H 3N (F)
P 37 HTTBRI P HIef gL T 1 6T & i 37 It 3ifdH IwiNTehdisit Bl g8 [ 37K 2rdf & 3gaR
T T MY &1 3eBTfI-31EdR Te Ioa 3MReBT F BIURTSE BHAT b 3iarfa grferd 2

10.10 fdanE FHTT; Nt I

3119 37R Apple & &I 38 31364, Apple FTTRIIR AT Apple & I 3110 HeHl I 30 AT 3T Fefeid BIg
¥} e AT 377 faaTe T BfcwIfaT 3 3t fSier 7 8, 31K 31T 31k Apple §9 YR & faseit it gapew
7 faare FATH & Heu § 39 5ol & Wiaw I59 3R e =arrerdl & Afard SEUeR 3R 3R RIE 6
fore Tenfd <d €1 39 3gay B Tgad 19 3R BIABIFIT 5T F A F AR Jarfad fBar smer 3R
ST STTQTT, WAfd BIABITIT & BT & 3T HIT B BIgH S efed BT § faRy 811 gdadf 89 &
BIES

(cB) AT 31T HGehed 1o 3TARBI T HETT TR I Yoidit, rer AT fadT €, o T 31gee Ggerd I 3MRep
F BILAT B AR AT B 3R AL FEM BT DY rgufefa &, BfAwrfar Isa & B ang e g
fafer, 3R 39 3rgey o enfiet (URT 5 (ifdyfd) wfd s et aos W 7€) foet faosia Fe & qravsig,
it 2, #i, fRirad 3R faare Fae e vae (41 U.S.C. $$601-613), Ta Tae (28 U.S.C. § 1346(a)
3R § 1491), a1 Bed <Ie aorry Tae (28 U.S.C. §§ 1346(b), 2401-2402, 2671-2672, 2674-2680), Sy Wt
AT &Y, AT 37 A1 MR FIEiepR 3 37T 2| ot HeE & g & {7y, 3R 3179 g Qoie, axardst At
U.S. a1 U.S. dfecias 3R A= UTed QteffUics T & Wheld, I5d a7 W IRBR BT fa9 2, df 31mdd
(32T, TE-STHIATT Tae) 31k 319 U B B0 I 3MTdedd HEaoT AT YTfHiged e aTedT foe el

(@) afg 31 U.S. dfecias 3R AIar Ured QreffUics T a1 Uoidt, axardst a7 gATecs el | T 57 ar

15
Apple Business Manager 31q&itf IS



LA TBR BT fa1TT 2, a1 (i) 9 3196 D1 39 I3 (U.S. & 3iarfa) & Brd gRT [Hafaa fasar smgrm ik
THSIT ST, 78T b 3179 HeT ©U A Fardt &, B & R & Geifera 3 & B & Bisas; 3R (i) 3mus
3R Apple & &9 39 3713, Apple TTTRAIR AT Apple 3 TT 3T0P HeHll & BRUT & alel AT 39 Fefed
Tt it 31T a3 fare wmTaE AT fSRgare 31t Sfamiar § texa @1 ¥ fdsar smom, 33k 3
3R Apple g ATIA I [SH =1 31fdaR 61 31k 04 fefigae & {1y T &6t wenfd 3d 2, 5T deb b g9
TR BT TEATd P T B F 37 5T & BIT gRT NG 7 foar ST STeT & 3177 7 B I Fardt &;

M af&: (i) T &g T7 10.10(d) & 30, YS! JaT YeH A dTelt Apple SHIS, ST 6 “Apple” &I
gfurer § Auffka €, Apple Distribution International Ltd. g; (i) 37Tae! a1 Y& &3 areit Apple S&TS,
ST {3 “Apple” Bt ufumeT # fuffka 2, Apple Retail UK Limited ;& (iii) 319 Geb 3iaRfsi, icdR-TRepRY
T €, fOR 3T IR-IRBRY AR AT THSIT F AT F AR ATITAd] & AfIER &F J wfoRerm veH
&I 7TE 8, Al BT STels 3R dod & BT AP 81l AR 7 3t F I T 384 Falfeid bis Wt fdare
T 21T I1 38PT Iovied (SH g |t 2nfiet 2 fob rar Hfdereqes 2, 3re, aRel, 3SR AT Hidsidb i
feml R 3maTRa 2), U el & 1gaR Fgad T Aeavell gRT Teaerdl & Ay 31ded &3 & 9Hg JTat
IR <faR 377 PaY & HeaRerdT fiamY (1CC fFom”) & ded mearerdr gRT FufRa fbar srom | siRfsa
HEIRR[dT § HI§T oI &b Hatr H Pplg Hi FeaRerdl 3RS aR TAIRTA (IBA) & [Hd! & 3gaR maifeid
&Y STTQIT | HEILIAT BT LA e, STl BT Heg=eyar 3t # &l SIii| STel wRifiies &) 31k Apple &
IRIY W, 319 U [GAIISRI 3R TaRafsif &b Aef Teb 3cR-TRebRI ST &b BU H 3791 [Afd b1 FAroT
T PR & ol g FeAd §; 3R

(&) e 39 PG Ha P fdt G2, AT 31SHelg, ATd, AT FEesRels # FHam od 2, dl DI BT 3R
4, a1 UGH P dTclt Apple SHTE & (Hamg & <2 & BT 3R =Irrerd g, ST fas @ &), S fas
"Apple" &Y afymeT B fRuffRa faar mar 2

S 3 P GG Bl ARG fefshl b T srgey I Fdfia garses A2 e grT fafFa 78t fasar
TG, fSgeBT 3UANT W B9 J afeld 2

10.11  ¥YUT 31aH; ARTBR WIS

IE Y, TS 3TTd IRBleda HaT &b Teer § ugil & dte HYuf 373eT BT 7167 T & qeil S0 fawa-a¥g
& day § It g aer 3R 3T BT T AT 21 A8 I g9 F AT, 39 31y H $B | Apple STRAIR
& AT EULA &1 T T8l o1dT 21 S 3 BT bad AAfafad B9 H Wi far ST aedr & (%) IH1
g&fl gRT g&dTeiRd feiferd Heed gRT, a7 (F) $9 376 gRT T B J (A AT deb (3eTeR07 & ey,
Apple GRT 379! AT <) | H 3T BT bIg Wl 3JdTe 31T fIRER & BU § YeH far 7ar § 31k
U] & St faare B fRAfa H, 59 gy BT ST ST g "R BN AfE 31TT B W PIE WA
e €, A FRfafEa uRT @y gt &: Q91 ver 7 a1d P g ava & fos 381 3rqRi fosan @ o 3 srgumT
3R Tt e gxardsil ol Wy 3l ¥ daR fdsa1 ST Les parties ont exigé que le présent contrat

et tous les documents connexes soient rédigés en anglais.

10.12  3rgHIEA

TEY g WBR BT & 3R TgHd eIdT & b “THd 87 IT 0P THM §e W fawids d3ch a1 d1aT R Tar
BT A TR, TR, 319 31feiged UfdfAfe &b ATed & g 31eH &l 31R g8 (7w 31K 2rdf o1 TdRr
P IET B
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PLEASE READ THE FOLLOWING APPLE BUSINESS MANAGER TERMS AND CONDITIONS
CAREFULLY BEFORE USING THE SERVICE. THESE TERMS AND CONDITIONS
CONSTITUTE A LEGAL AGREEMENT BETWEEN INSTITUTION AND APPLE. BY CLICKING
ON THE “AGREE” BUTTON, INSTITUTION, THROUGH ITS AUTHORIZED
REPRESENTATIVE, IS AGREEING TO BE BOUND BY AND IS BECOMING A PARTY TO THIS
AGREEMENT. IF INSTITUTION DOES NOT OR CANNOT AGREE TO THIS AGREEMENT,
THEN CLICK THE “CANCEL” BUTTON. IF INSTITUTION DOES NOT AGREE TO THIS
AGREEMENT, THEN INSTITUTION IS NOT PERMITTED TO PARTICIPATE.

Apple Business Manager Agreement

Purpose

This Agreement permits You to participate in Apple Business Manager, which allows You to
automate enroliment of Apple-branded devices for Mobile Device Management (MDM) within Your
Institution, to purchase and manage content for such devices, to create Managed Apple Accounts
for Your users, and to access facilitation tools for related services.

Note: You will need to have an MDM solution (e.g., from a third-party developer) enabled within
Your Institution so that you can utilize the features of this Service. An MDM solution enables You
to configure, deploy, and manage Apple-branded devices. For more information, see
https://www.apple.com/business/resources/.

1. Definitions
Whenever capitalized in this Agreement:

“Administrators” means employees or Contract Employees (or Service Providers) of Institution
who have been added to the Service for purposes of account management, e.g., administering
servers, uploading MDM provisioning settings, adding devices to Your account, purchasing
content, and performing other related services.

“Agreement” means this Apple Business Manager Agreement.

“Apple” means the following, unless otherwise specified herein: (a) Apple Inc., located at One
Apple Park Way, Cupertino, California 95014, U.S.A., for Institutions in the United States, including
Puerto Rico; (b) Apple Canada Inc., located at 120 Bremner Blvd., Suite 1600, Toronto ON M5J
0A8, Canada, for Institutions in Canada or its territories and possessions; (c) Apple Services
LATAM LLC, located at 2811 Ponce de Leon Boulevard, Floor 12, Coral Gables, Florida, for
Institutions in Mexico, Central or South America, or any Caribbean country or territory (excluding
Puerto Rico); (d) iTunes K.K., located at Roppongi Hills, 6-10-1 Roppongi, Minato-ku, Tokyo 106-
6140, Japan, for Institutions in Japan; (e) Apple Pty Limited, located at 20 Martin Place, Sydney
NSW 2000, Australia, for Institutions in Australia and New Zealand, in any of their territories, and
affiliated jurisdictions; (f) Apple Services Pte. Ltd., located at 7 Ang Mo Kio Street 64, Singapore
569086 for Institutions in South Korea; and (g) Apple Distribution International Ltd., located at
Hollyhill Industrial Estate, Hollyhill, Cork, Republic of Ireland, for Institutions in all other countries
or territories not specified above in which the Service is offered.

“Apple Services” means the App Store, Apple Books, Apple Online Store, AppleCare, iCloud,
Apple Business Connect, and other Apple services as available to Your Authorized Users under
this Agreement.

“Apple Software” means the iOS, iPadOS, macOS, tvOS, visionOS, and watchOS operating
system software, or any successor versions thereof.
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“Authorized Devices” means Apple-branded devices that are owned or controlled by You, have
been designated for use by Authorized Users or Permitted Users only, and that are eligible for use
in the Service. For the avoidance of doubt, devices that are personally-owned by an individual
(e.g., “BYOD” devices) are not permitted to be enrolled in supervised device management (e.g.,
configured with Device Enroliment Settings) as part of the Service, unless otherwise agreed by
Apple in writing, and not all devices are eligible to be added to the Service.

“Authorized Users” means employees and Contract Employees (or Service Providers) of (i) Your
Institution and/or (ii) Your Institution’s directly or indirectly wholly-owned subsidiaries, if applicable.
If You are a hospital, the term “Authorized Users” also includes credentialed physicians, referring
physicians and clinicians). For clarity, You may request, and Apple may approve, in its sole
discretion, other similar users to be included as “Authorized Users”; however, no other parties shall
be included in this definition without Apple’s prior written consent.

“Content” means any material or information that may be licensed or acquired as part of the
Service pursuant to Apple’s Volume Content Terms (e.g., Apps from the App Store).

“Contract Employees” means individuals who perform work or provide services on behalf of an
entity on a non-piece-rate basis and who have internal use access to the entity’s private information
technology systems (e.g., VPN) and/or secured physical premises (e.g., badge access to corporate
facilities).

“Device Enroliment Settings” means settings for an Apple-branded device that can be configured
and managed as part of the Service, including but not limited to the initial enroliment flow for a
device, and settings to supervise a device, make configuration mandatory, or lock an MDM profile.

“Documentation” means the technical or other specifications or documentation that Apple may
provide to You for use in connection with the Service, and includes the Apple Platform Deployment
Guide.

“End User License Agreement” or “EULA” means the software license agreement terms and
conditions for the Apple Software.

“Managed Apple Account(s)” means a user account (including but not limited to storage,
calendar, notes, and contacts) that You create and deploy through the use of the Service.

“MDM Server(s)” means computers owned or controlled by You (or a Service Provider acting on
Your behalf) that have been designated to communicate with the Service.

“Permitted Entity(ies)’ means: (a) if You are a vehicle manufacturer, Your authorized vehicle
dealerships and certified service partners; (b) if You are a hotel holding company, hotel properties
operating under Your name, trademark or brand (or a name, trademark or brand it owns or
controls); or (c) if You deploy an app on Authorized Devices in Restricted App Mode (e.g., a point-
of-sale provider who deploys its app-based payment system on iPads), Your customers who are
using such app in Restricted App Mode on the Authorized Device. Further, any such app must be
developed and distributed in accordance with the terms of the Apple Developer Program License
Agreement (e.g., distribution of a Custom App). For clarity, You may request, and Apple may
approve, other entities similar to those identified in subsections (a) and (b) above; however, no
other entity shall be included in this definition without Apple’s prior written consent.

“Permitted Users” means employees and Contract Employees of Your Permitted Entity.
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“Personal Data” means data that can be reasonably used to identify an individual that is under
the control of the Institution under this Agreement.

“Restricted App Mode” means when an Apple-branded device is supervised and configured
through the Service such that (a) the device automatically launches and is locked into a single
application upon activation and no other operating system functionality can be accessed; or (b) the
device cannot be personalized by an end-user (e.g. the device settings prohibit the Mail app from
configuration with personal credentials, Content cannot be acquired from the App Store with a
personal Apple Account, etc.).

“Service” means the Apple Business Manager service (and any components, functionality or
features thereof) for automated mobile device management enrollment, acquisition and
management of Content, the creation, use, and management of Managed Apple Accounts, iCloud
storage connected to a Managed Apple Account, the use of Administrator accounts, and other
related services as contemplated in this Agreement, including the web portal and any services or
tools provided hereunder.

“Service Provider” means a third-party who provides a service on Your behalf in accordance with
the terms of this Agreement.

“Server Token” means the combination of Your public key, Apple Account and a token provided
by Apple that permits Your MDM Server(s) to be registered with the Service.

“Sub-processor” means a third party that performs certain tasks on Apple’s behalf, such as
processing or storing data and providing customer service, in connection with Apple’s provision of
the Service.

“You,” “Your,” and “Institution” means the institution entering into this Agreement. For the
avoidance of doubt, the Institution is responsible for compliance with this Agreement by its
employees, Contract Employees, and Service Providers who are authorized to exercise rights
under this Agreement on its behalf.

Note: If you are a Service Provider, you need to have the Institution with whom you are working
enter into this Agreement and add you as an Administrator since the entity that owns the Authorized
Devices and plans to distribute such Devices to its Authorized Users must enroll in the Service.

2. Service Requirements

21 Use of the Service

As a condition to using the Service, Institution acknowledges and agrees that:

(a) Institution is permitted to use the Service only for the purposes and in the manner expressly
permitted by this Agreement and in accordance with all applicable laws and regulations, including
but not limited to applicable requirements for the storage of data when using the Service, and the
Documentation;

(b) Institution is not permitted to use the Service (or any part thereof) for any unlawful, improper,
inappropriate, or illegal activity;

(c) Institution is permitted to use the Service to manage Authorized Devices for use only by
Authorized Users and Permitted Users and not for general deployment to third parties (except as
otherwise expressly permitted herein), and Institution will be responsible for all use of the
Authorized Devices by such users, including but not limited to obtaining consents and providing
appropriate information to users about the managed features of such devices;

(d) Institution will be responsible for all use of the Service by its Permitted Entities (and any
Permitted Users of the Permitted Entity), and any actions undertaken by its Permitted Entity shall
be deemed to have been taken by Institution, and Institution (in addition to its Permitted Entity)
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shall be responsible to Apple for all such actions.

(e) Institution will obtain all necessary rights and consents from its Authorized Users and Permitted
Users to deploy its Authorized Devices as permitted hereunder;

(f) Institution will have the rights to purchase and manage Content as may be permitted through
the Service and will comply with all applicable terms for the use of Content;

(g) Institution will obtain all necessary rights and consents from its Authorized Users where
necessary to create Managed Apple Accounts and to allow Apple to provide the Service for
Managed Apple Accounts (including using and maintaining Personal Data);

(h) Institution may add Administrators to the Service, but only if such individuals are employees or
Contract Employees of Institution or are Service Providers acting on Institution’s behalf, and
Institution may add such parties only for account management purposes; and

(i) Institution is permitted to use the Service only for its own (and its Permitted Entity’s) internal
business operations and information technology purposes and is not permitted to provide a device
or service to third parties (other than to a Permitted Entity that is covered under subsection (c) of
the “Permitted Entity” definition) that integrates with or leverages services or information provided
by the Service or uses the Service in any way, or as otherwise agreed by Apple in writing.

2.2 No Other Permitted Uses

Institution agrees not to exploit the Service in any unauthorized way whatsoever, including, but not
limited to, by trespass, burdening network capacity, or uploading malicious code. Any attempt to
do so is a violation of the rights of Apple and its licensors. Institution may not license, sell, share,
rent, lease, assign, distribute, host, permit timesharing or service bureau use, or otherwise make
the Service (or any components thereof) available to any third-party, except as expressly permitted
in this Agreement. Institution agrees not to use the Service to upload, download, post, email,
transmit, store or otherwise make available: (i) any Content that is unlawful, harassing, threatening,
harmful, defamatory, obscene, invasive of another’s privacy, hateful, racially or ethnically offensive
or otherwise objectionable; (ii) any Content that infringes any copyright or other intellectual
property, or violates any trade secret, or contractual or other proprietary right; (iii) any unsolicited
or unauthorized email message, advertising, promotional materials, junk mail, spam, or chain
letters; and/or (iv) any Content that contains viruses or any computer code, files or programs
designed to harm, interfere with or limit the normal operation of the Service or any other computer
software or hardware. Institution further agrees that it will not use the Service to stalk, harass,
mislead, abuse, threaten or harm or pretend to be anyone other than the entity that has enrolled,
and Apple reserves the right to reject or block any accounts that could be deemed to be an
impersonation or misrepresentation of another entity or person’s name or identity. Institution will
not interfere with the Service, or with any security, digital signing, digital rights management,
verification or authentication mechanisms implemented in or by the Service or by the Apple
Software or any other related Apple software or technology, or enable others to do so. If Institution
is a covered entity, business associate, representative of a covered entity or business associate
(as those terms are defined at 45 C.F.R § 160.103), or otherwise a health care provider or entity,
Institution agrees that it will not use any component, function or other facility of the Service to create,
receive, maintain or transmit any “protected health information” (as such term is defined at 45 C.F.R
§ 160.103) or equivalent health data under applicable law, or use the Service in any manner that
would make Apple a business associate of Institution or any third-party or otherwise directly subject
Apple to applicable health privacy laws. All rights not expressly granted in this Agreement are
reserved and no other licenses, immunity or rights, express or implied are granted by Apple, by
implication, estoppel, or otherwise.

23 Server Token Usage

Institution agrees to use the Server Token only for purposes of enrolling Institution’s MDM Server
into the Service and uploading Device Enroliment Settings that will be sent to Authorized Devices
when they are initially activated by Authorized Users and Permitted Users. Institution agrees not
to provide or transfer its Server Token to any other entity or share it with any other entity, excluding
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its Service Provider. Institution agrees to take appropriate measures to safeguard the security and
privacy of such Server Token and to revoke it if it has been compromised or Institution has reason
to believe it has been compromised. Apple reserves the right to revoke or disable Server Tokens
at any time in its sole discretion. Further, Institution understands and agrees that regenerating the
Server Token will affect Institution’s ability to use the Service until a new Server Token has been
added to the MDM Server.

2.4 EULAs Term and Conditions

As part of the Service, Institution may elect to have its Authorized Users and Permitted Users
accept the terms and conditions for the Apple Software outside of the normal initial activation
process on a device. Institution may use this feature of the Service as long as Institution agrees to
the following requirements:

(a) Institution’s authorized representative must accept the EULAs for the Apple Software on the
Service web portal prior to deploying Authorized Devices running such Apple Software to
Authorized Users and Permitted Users;

(b) If the EULAs for the Apple Software have changed, Institution agrees to have its authorized
representative return to the Service web portal and accept such EULAs promptly upon notice from
Apple in order to continue using the Service. Institution acknowledges that it will not be able to use
the Service, including associating additional Authorized Devices with its MDM Server, until such
EULAs have been accepted;

(c) Institution is responsible for ensuring that such EULAs are provided to Authorized Users and
Permitted Users, and that each Authorized User and Permitted User is aware of and complies with
the terms and conditions of the EULAs for the Apple Software; and

(d) Institution agrees to be responsible for obtaining any required consents for Authorized Users’
and Permitted Users’ use of the Apple Software.

2.5 Device Transfer

Institution will not resell any Authorized Devices with Device Enrollment Settings enabled and
agrees to remove such Devices from the Service prior to reselling them or transferring them to third
parties in any way.

2.6 Purchasing Content

Acquisition of Content is automatically disabled in the Service, and Your use is subject to the
restrictions of this Agreement and the terms governing the use of Apps and Books in the Service
(“WVolume Content Terms”). You may choose to enable Your Administrators to access Content
through the Service by granting them purchasing authority and allowing them to access Content.
Subject to the Volume Content Terms and the restrictions of this Agreement, the Service enables
You to allocate Content to Authorized Devices using device assignment or to Authorized Users or
Permitted Users using user assignment and Apple Accounts. You may assign (or revoke and re-
assign) apps to Authorized Users and Authorized Devices in any country where such app is
commercially available on the App Store or otherwise, subject to change at any time. With respect
to books, You understand and agree that once You have assigned a book to an Authorized User
or a Permitted User, such book is non-transferable, and You will not be able to revoke or re-assign
the book. You are solely responsible for all such purchases and compliance with the applicable
terms. You agree that You have the authority to and will accept such applicable terms on behalf of
Your Authorized Users and Permitted Users if You (or Your Administrators) purchase or access
Content as part of the Service. You understand and agree that Content may not be available in all
countries or regions. You agree not to export Content for use outside of the country in which You
are domiciled nor represent that You have the right or ability to do so. You agree not to circumvent
the laws of any country or restrictions set forth by providers of the Content.

2.7 Administrator Accounts
You may create Administrator accounts for Your Administrators to use in administering the Service,
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subject to limits Apple may impose on the number of Administrator accounts. These Administrator
accounts will be a combination of a unique user name and password, which will be owned by You.
When You create Administrator accounts, all features and functionality of the Service that You
select to be available will be enabled for such accounts, and You are responsible for appropriately
enabling these Administrator accounts and for all activity in connection with these accounts (e.g.,
permitting Content purchases). You acknowledge and agree that these Administrator accounts may
be used only to access and manage the Service for account management purposes, provided,
however, that they may be used to register Your Institution or access and manage other Apple
Services as administrators (or the equivalent role) on those services. If You delete any
Administrator accounts, then neither You nor the Administrator will have access to such
Administrator accounts, and You acknowledge and agree that this action may not be reversible.

2.8 Managed Apple Accounts

You may create Managed Apple Accounts for Your Authorized Users to access and use as part of
the Service in accordance with this Agreement and the Documentation. You are responsible for
deciding which features and functionality of the Service to enable for Your Authorized Users and
for the creation, use, and management of Managed Apple Accounts.

To create a Managed Apple Account for use by an Authorized User the following information, which
may include Personal Data, is needed: name, proposed role, password, email address (for contact
purposes), and phone number. In order to protect the security of Authorized Users’ accounts and
preserve Your ability to easily reset Your Authorized Users’ passwords online, You should keep
this information confidential. You agree to deploy Managed Apple Accounts only for Your own
internal business or information technology purposes and only to Your Authorized Users. You
agree not to share, sell, resell, rent, lease, lend, or otherwise provide access to Managed Apple
Accounts to anyone other than Your Authorized Users. You may disable, suspend, or delete
Managed Apple Accounts (e.g., if an Authorized User leaves the Institution) in the Service. Apple
reserves the right to limit the number of Managed Apple Accounts that may be created for Your
Authorized Users and the number of Authorized Devices associated with an account. Additional
information, including Personal Data, may be needed for certain features and functionality of the
Service You enable for Your Authorized Users, such as a directory.

If You make available other Apple Services for Your Administrators, managers or staff to sign into,
or allow Your Administrators or Authorized Users to register Your Institution for other Apple
Services, You agree to allow the Apple Services to access and display information about Your
Institution and Personal Data associated with Your Administrator’s or Authorized User’s Managed
Apple Accounts for registration and contact purposes. You also agree to allow the Apple Services
to store data in the accounts associated with those Authorized User’s Managed Apple Accounts,
and for Apple to collect, store and process such data in association with Your and/or Your
Authorized User’s use of the Apple Service. You are responsible for ensuring that You and Your
Authorized Users are in compliance with all applicable laws for each Managed Apple Account
based on the Apple Service You allow Your Authorized Users to access. If Your Administrators,
managers or staff access certain Apple Services, Apple may communicate with Your Authorized
Users about their use of the Apple Service.

29 Permitted Entities and Permitted Users

Subject to the terms of this Agreement, Permitted Entities and Permitted Users may access the
Service under Your account, excluding the use and deployment of Managed Apple Accounts
(unless otherwise separately approved in advance and in writing by Apple). You shall be
responsible for compliance with the terms of this Agreement by the Permitted Entities and Permitted
Users and shall be directly liable to Apple for any breach of this Agreement by Your Permitted
Entities and Permitted Users. If You (or Service Provider acting on Your behalf) add Apple-branded
devices to the Service that are owned by a Permitted Entity, You represent and warrant to Apple
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that the Permitted Entity has authorized You to add such devices, that You have control of such
devices, and that You have the authority to accept EULAs on behalf of the Permitted Entity (and its
Permitted Users, if applicable). Apple reserves the right to: set limitations on the Service features
or functionality that Institution may allow its Permitted Entity (or Permitted Users) to access or use,
and to require You to remove any Permitted Entities or Permitted Users from Your account at any
time, in its sole discretion.

2.10 Updates; No Support or Maintenance

Apple may extend, enhance, suspend, discontinue, or otherwise modify the Service (or any part
thereof) provided hereunder at any time without notice, and Apple will not be liable to You or to any
third-party should it exercise such rights. Apple will not be obligated to provide Institution with any
updates to the Service. If Apple makes updates available, the terms of this Agreement will govern
such updates, unless the update is accompanied by a separate agreement in which case the terms
of that agreement will govern. Should an update be made available, it may have features, services
or functionality that are different from those found in the Service. Apple is not obligated to provide
any maintenance, technical or other support for the Service.

2.11  Third-Party Service Providers

You are permitted to use a Service Provider only if the Service Provider’s access to and use of the
Service is done on Your behalf and in accordance with these terms, and is subject to a binding
written agreement between You and the Service Provider with terms at least as restrictive and
protective of Apple as those set forth herein. Any actions undertaken by any such Service Provider
in relation to the Service and/or arising out of this Agreement shall be deemed to have been taken
by You, and You (in addition to the Service Provider) shall be responsible to Apple for all such
actions (or any inactions). In the event that any actions or inactions by the Service Provider could
constitute a violation of this Agreement or otherwise cause any harm, Apple reserves the right to
require You to cease using such Service Provider.

3. Institution’s Obligations

Institution represents and warrants that:

(a) Institution’s authorized representative (i) is at least eighteen (18) years old or the legal age of
majority in Your jurisdiction, whichever is greater and (ii) has the right and authority to enter into
this Agreement on its behalf and to legally bind Institution to the terms and obligations of this
Agreement;

(b) All information provided by Institution to Apple (or to its Authorized Users or Permitted Users)
in connection with this Agreement or use of the Service (including the Apple Software) will be
current, true, accurate, supportable and complete; and, with regard to information Institution
provides to Apple, Institution will promptly notify Apple of any changes to such information;

(c) Institution will monitor and be responsible for its authorized representatives’, Administrators’,
Service Providers’, Authorized Users’, Permitted Users’, and Permitted Entities’ use of the Service
and their compliance with the terms of this Agreement;

(d) Institution will be solely responsible for all costs, expenses, losses and liabilities incurred, and
activities undertaken by Institution, its authorized representatives, Administrators, Service
Providers, Authorized Users, Permitted Users, Permitted Entities, and Authorized Devices, in
connection with the Service;

(e) Institution is solely liable and responsible for ensuring compliance with all privacy and data
protection laws (e.g., Regulation (EU) 2016/679 of the European Parliament and of the Council of
27 April 2016 on the protection of natural persons with regard to the processing of Personal Data
and on the free movement of such data, and repealing directive 95/46/EC (“GDPR”)) regarding the
use of the Service and use or collection of data, including Personal Data, and information through
the Service;

(f) Institution is responsible for its activity related to Personal Data (e.g., safeguarding, monitoring,
and limiting access to Personal Data, preventing and addressing inappropriate activity, etc.); and
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(g) Institution will comply with the terms of and fulfill Institution’s obligations under this Agreement.

4, Changes to Service Requirements or Terms

Apple may change the Service or the terms of this Agreement at any time. In order to continue
using the Service, Institution, through its authorized representative, must accept and agree to the
new requirements or terms of this Agreement. If You do not agree to the new requirements or
terms, Your use of the Service, or any part thereof, may be suspended or terminated by Apple.
You agree that Your acceptance of such new Agreement terms may be signified electronically,
including without limitation, by checking a box or clicking on an “agree” or similar button.

5. Indemnification

To the extent permitted by applicable law, You agree to indemnify and hold harmless, and upon
Apple’s request, defend, Apple, its directors, officers, employees, affiliates, independent
contractors and authorized representatives (each an “Apple Indemnified Party”) from any and all
claims, losses, liabilities, damages, expenses and costs, including without limitation attorneys’ fees
and court costs, (collectively, “Losses”) incurred by an Apple Indemnified Party and arising from or
related to any of the following: (a) Your breach of any certification, covenant, obligation,
representation or warranty made in this Agreement; (b) Your use (including but not limited to Your
Service Provider’'s, Administrators’, Authorized Users’, Permitted Users’, and/or Permitted Entity’s
use) of the Service; (c) any claims, including but not limited to any end user claims, about Your
use, deployment or management of Authorized Devices, Device Enrollment Settings, and/or MDM
Servers; (d) any claims, including but not limited to any end user claims, about the provision,
management, and/or use of Authorized Devices, Administrator accounts, Managed Apple
Accounts, or Content, and/or any other use of the Service; and/or (e) any claims regarding Your
use or management of Personal Data. In no event may You enter into any settlement or like
agreement with a third-party that affects Apple’s rights or binds Apple or any Apple Indemnified
Party in any way, without the prior written consent of Apple.

6. Term and Termination

The term of this Agreement shall commence on the date You first accept this Agreement in the
Service and extend for an initial period of one (1) year following the initial activation date of Your
Service account by Apple. Thereafter, subject to Your compliance with the terms of this Agreement,
the term of this Agreement will automatically renew for successive one (1) year terms, unless
sooner terminated in accordance with this Agreement. Apple may terminate this Agreement and/or
Your account if you do not complete the Service enrollment verification process for Your Institution.
Either party may terminate this Agreement for its convenience, for any reason or no reason,
effective thirty (30) days after providing the other party with written notice of its intent to terminate.

If You fail, or Apple suspects that You have failed, to comply with any of the provisions of this
Agreement, Apple, at its sole discretion, without notice to You may: (a) terminate this Agreement
and/or Your account; and/or (b) suspend or preclude access to the Service (or any part thereof).
Apple reserves the right to modify, suspend, or discontinue the Service (or any part or content
thereof) at any time without notice to You, and Apple will not be liable to You or to any third-party
should it exercise such rights. Apple may also terminate this Agreement, or suspend Your rights
to use the Services, if: (a) You fail to accept any new Agreement terms as described in Section 4;
or (b) You or any entity or person that directly or indirectly controls You, or is under common control
with You (where “control” has the meaning defined in Section 10.8), are or become subject to
sanctions or other restrictions in the countries or regions where the Service is available. . You
acknowledge and agree that You may not be able to access the Service upon expiration or
termination of this Agreement and that Apple reserves the right to suspend access to or delete data
or information that You, Your Administrators, Authorized Users, Permitted Entities, or Permitted
Users have stored through Your use of the Service. You should review the Documentation prior to
using any part of the Service and make appropriate back-ups of Your data and information. Apple
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will not be liable or responsible to You or to any third party should it exercise such rights or for any
damages that may result or arise out of any such termination or suspension. The following
provisions shall survive the termination of this Agreement: Section 1, the second sentence of
Section 2.9, Section 2.10, the second sentence of Section 2.11, Section 3, Section 5, the second
paragraph of Section 6, and Sections 7, 8, 9, and 10.

7. DISCLAIMER OF WARRANTIES

YOU EXPRESSLY ACKNOWLEDGE AND AGREE THAT, TO THE EXTENT PERMITTED BY
APPLICABLE LAW, YOUR USE OF, OR INABILITY TO USE, THE SERVICE, OR ANY TOOLS
OR FEATURES OR FUNCTIONALITY ACCESSED BY OR THROUGH THE SERVICE, IS AT
YOUR SOLE RISK AND THAT THE ENTIRE RISK AS TO SATISFACTORY QUALITY,
PERFORMANCE, ACCURACY AND EFFORT IS WITH YOU.

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THE SERVICE IS PROVIDED
“AS IS” AND “AS AVAILABLE” WITH ALL FAULTS AND WITHOUT WARRANTY OF ANY KIND,
AND APPLE, ITS DIRECTORS, OFFICERS, EMPLOYEES, AFFILIATES, AUTHORIZED
REPRESENTATIVES, AGENTS, CONTRACTORS, RESELLERS, OR LICENSORS
(COLLECTIVELY REFERRED TO AS “APPLE” FOR THE PURPOSES OF SECTIONS 7 AND 8)
HEREBY DISCLAIM ALL WARRANTIES AND CONDITIONS WITH RESPECT TO THE SERVICE,
EXPRESS, IMPLIED OR STATUTORY, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES AND/OR CONDITIONS OF MERCHANTABILITY, SATISFACTORY QUALITY,
FITNESS FOR A PARTICULAR PURPOSE, ACCURACY, QUIET ENJOYMENT, TITLE, AND
NON-INFRINGEMENT OF THIRD-PARTY RIGHTS.

APPLE DOES NOT GUARANTEE, REPRESENT OR WARRANT AGAINST INTERFERENCE
WITH YOUR USE OR ENJOYMENT OF THE SERVICE, THAT THE FEATURES OR
FUNCTIONALITY CONTAINED IN, OR SERVICES PERFORMED OR PROVIDED BY, THE
SERVICE WILL MEET YOUR REQUIREMENTS, WILL BE SECURE, THAT YOUR USE OF OR
THAT THE OPERATION OF THE SERVICE WILL BE UNINTERRUPTED OR ERROR-FREE,
THAT DEFECTS OR ERRORS WILL BE CORRECTED, THAT THE SERVICE WILL CONTINUE
TO BE MADE AVAILABLE, THAT THE SERVICE WILL BE COMPATIBLE OR WORK WITH ANY
THIRD PARTY SOFTWARE, APPLICATIONS, CONTENT, OR THIRD PARTY SERVICES OR
ANY OTHER APPLE PRODUCTS OR SERVICES, OR THAT ANY DATA OR INFORMATION
STORED OR TRANSMITTED THROUGH THE SERVICE WILL NOT BE LOST, CORRUPTED,
DAMAGED, ATTACKED, HACKED, INTERFERED WITH OR SUBJECT TO ANY OTHER
SECURITY INTRUSION. YOU AGREE THAT FROM TIME TO TIME APPLE MAY REMOVE THE
SERVICE FOR INDEFINITE PERIODS OF TIME OR MODIFY, SUSPEND, DISCONTINUE, OR
CANCEL THE SERVICE AT ANY TIME, WITHOUT NOTICE TO YOU.

YOU FURTHER ACKNOWLEDGE THAT THE SERVICE IS NOT INTENDED OR SUITABLE FOR
USE IN SITUATIONS OR ENVIRONMENTS WHERE THE FAILURE OR TIME DELAYS OF, OR
ERRORS OR INACCURACIES IN THE CONTENT, DATA OR INFORMATION PROVIDED BY OR
THROUGH THE SERVICE COULD LEAD TO DEATH, PERSONAL INJURY, OR SEVERE
PHYSICAL OR ENVIRONMENTAL DAMAGE, INCLUDING WITHOUT LIMITATION THE
OPERATION OF NUCLEAR FACILITIES, AIRCRAFT NAVIGATION OR COMMUNICATION
SYSTEMS, AIR TRAFFIC CONTROL, LIFE SUPPORT, OR WEAPONS SYSTEMS.

NO ORAL OR WRITTEN INFORMATION OR ADVICE GIVEN BY APPLE OR AN APPLE
AUTHORIZED REPRESENTATIVE SHALL CREATE A WARRANTY NOT EXPRESSLY STATED

IN THIS AGREEMENT. SHOULD THE SERVICE PROVE DEFECTIVE, YOU ASSUME THE
ENTIRE COST OF ALL NECESSARY SERVICING, REPAIR, OR CORRECTION.

8. LIMITATION OF LIABILITY
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TO THE EXTENT NOT PROHIBITED BY APPLICABLE LAW, IN NO EVENT SHALL APPLE BE
LIABLE FOR PERSONAL INJURY, OR ANY INCIDENTAL, SPECIAL, INDIRECT OR
CONSEQUENTIAL DAMAGES WHATSOEVER, INCLUDING WITHOUT LIMITATION,
DAMAGES FOR LOSS OF PROFITS, CORRUPTION OR LOSS OF DATA OR INFORMATION,
FAILURE TO TRANSMIT OR RECEIVE ANY DATA OR INFORMATION, BUSINESS
INTERRUPTION OR ANY OTHER COMMERCIAL DAMAGES OR LOSSES ARISING OUT OF
THIS AGREEMENT AND/OR YOUR USE OR INABILITY TO USE THE SERVICE, EVEN IF
APPLE HAS BEEN ADVISED OR IS AWARE OF THE POSSIBILITY OF SUCH DAMAGES AND
REGARDLESS OF THE THEORY OF LIABILITY (CONTRACT, TORT, OR OTHERWISE), AND
EVEN IF APPLE HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. IN NO
EVENT SHALL APPLE’S TOTAL LIABILITY TO YOU FOR ALL DAMAGES (OTHER THAN AS
MAY BE REQUIRED BY APPLICABLE LAW IN CASES INVOLVING PERSONAL INJURY)
EXCEED THE AMOUNT OF FIFTY DOLLARS ($50.00). THE FOREGOING LIMITATIONS WILL
APPLY EVEN IF THE ABOVE STATED REMEDY FAILS OF ITS ESSENTIAL PURPOSE.

9. Data Privacy and Security

9.1 Personal Data Usage and Disclosure

Under this Agreement, Apple, acting as a data processor on Your behalf, may receive or have
access to Personal Data, if provided by You or on Your behalf. By entering into this Agreement,
You instruct Apple to process and use this Personal Data to provide and maintain the Service in
accordance with applicable law, Your instructions given through the use of the Service (e.g.,
instructions given through the Service), and any other written instructions given by You that are
accepted and acknowledged in writing by Apple, and Apple shall only process the Personal Data
on such documented instructions, unless required to do so by law, in such case, Apple shall inform
You of that legal requirement before processing, unless that law prohibits such information on
important grounds of public interest. Apple may provide Personal Data to Sub-processors who
provide services to Apple in connection with the Service. You authorize Apple to use all the Apple
entities set forth in the definition of “Apple” as Sub-processors and to use any other Sub-
processors; provided such Sub-processors are contractually bound by data protection obligations
at least as protective as those in this Agreement. The list of Sub-processors is available at
https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf. If a Sub-
processor fails to fulfil its data protection obligations, Apple shall remain liable to You for the
performance of that Sub-processor’s obligations to the extent required by applicable law.

9.2 Data Incidents

If Apple becomes aware that Personal Data has been altered, deleted, or lost as a result of any
unauthorized access to the Service (a “Data Incident”), Apple will notify Institution without undue
delay if required by law, and Apple will take reasonable steps to minimize harm and secure the
data. Notification of, or response to, a Data Incident by Apple will not be construed as an
acknowledgment by Apple of any responsibility or liability with respect to a Data Incident. Institution
is responsible for complying with applicable incident notification laws and fulfilling any third-party
obligations related to Data Incident(s). Apple will not access the contents of Personal Data in order
to identify information subject to any specific legal requirements.

9.3 Security Procedures; Compliance

Apple shall use industry-standard measures to safeguard Personal Data during the transfer,
processing, and storage of Personal Data as part of the Service. As part of these measures, Apple
will use commercially reasonable efforts to encrypt Personal Data at rest and in transit; ensure the
ongoing confidentiality, integrity, availability and resilience of the Service; in the event of an issue,
restore the availability of Personal Data in a timely manner; and regularly test, assess, and evaluate
the effectiveness of such measures. Apple will take appropriate steps to ensure compliance with
security procedures by its employees, contractors and Sub-processors, and Apple shall ensure that
any persons authorized to process such Personal Data comply with applicable laws regarding the
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confidentiality and security of Personal Data with regards to the Service. Encrypted Personal Data
may be stored at Apple’s geographic discretion. To the extent Apple is acting as a data processor,
Apple will assist You with ensuring Your compliance, if applicable, with the following: (a) Article 28
of the GDPR or other equivalent obligations under law (by making available all necessary
information; by allowing for and contributing to audits (provided, that Apple Inc.’s ISO 27001 and
ISO 27018 certifications shall be considered sufficient for such required audit purposes) and by
informing You, as required by applicable law, if, in Apple’s opinion, any of Your instructions infringes
the GDPR or other European Union or European Union Member State data protection provisions);
(b) Article 32 of the GDPR or other equivalent obligations under law (including implementing the
security procedures set forth in this Section 9.3 and by maintaining the ISO 27001 and ISO 27018
Certifications); (c) Articles 33 and 34 of the GDPR or other equivalent obligations under law (by
assisting You with providing required notice of a Data Incident to a supervisory authority or data
subjects); (d) Articles 35 and 36 of the GDPR or other equivalent obligations under law requiring
Institution to conduct data protection impact assessments or to consult with a supervisory authority
prior to processing; (e) an investigation by a data protection regulator or similar authority regarding
Personal Data; and (f) Your obligation to respond to request for exercising data subject’s rights
under the GDPR or other equivalent obligations under law, taking into account the nature of the
processing by appropriate technical and organizational measures, insofar as this is possible. The
Service is not designed, intended, or capable of providing or supporting important, critical, or non-
critical information and communication technology (“ICT”) services that are subject to legal,
regulatory, or other requirements under the Digital Operational Resilience Act — Regulation EU
2022/2554 (“DORA”) or similar laws, regulations, or frameworks. The Service is expressly
excluded for any obligations, liabilities, or claims arising from the failure, disruption, or inadequate
performance of these or similar ICT services, particularly where compliance with operational
resilience standards mandated by DORA or comparable laws, regulations or frameworks in other
jurisdictions is required. If You are located within the European Union, the following additional
terms related to Regulation (EU) 2023/2854 apply: https://support.apple.com/guide/deployment/d

epe03a2705f. Apple shall inform You if, in its opinion, it can no longer meet its obligation under
the California Consumer Privacy Act (CCPA) or other applicable data protection laws and
regulations.

9.4 Data Access and Transfer; Termination; Institution as Processor

If required by law, Apple will ensure that any international data transfer is done only to a country
that ensures an adequate level of protection, has provided appropriate safeguards as set forth in
applicable law, such as those in Articles 46 and 47 of the GDPR (e.g., standard data protection
clauses), or is subject to a derogation in Article 49 of the GDPR. Such safeguards may include the
Model Contract Clauses as executed by Apple, or other data transfer agreements, which You agree
to enter into if required by Your jurisdiction, as executed by Apple at
https://www.apple.com/legal/enterprise/datatransfer/. Apple’s international transfer of Personal
Data collected in participating Asia-Pacific Economic Cooperation (APEC) countries abides by the
APEC Cross-Border Privacy Rules (CBPR) System (http://cbprs.org/) and Privacy Recognition for
Processors (PRP) System (http://cbprs.org/) for the transfer of Personal Data. In case of questions
or unresolved concerns about our APEC CBPR or PRP certifications, our third-party dispute
resolution provider (https://feedback-form.truste.com/watchdog/request) can be contacted. Apple
is not responsible for data You store or transfer outside of Apple’s system. Upon termination of
this Agreement for any reason, Apple shall securely destroy Personal Data stored by Apple in
connection with Your use of the Service within a reasonable period of time, except to prevent fraud
or as otherwise required by law. To the extent that Institution enters into this Agreement as a data
processor for a Permitted Entity, Institution represents and warrants that Institution is entering into
this Agreement on behalf of itself, and, to the limited extent set forth herein, such Permitted Entity.
Institution represents that it has the applicable consents from such Permitted Entity to enter into
this Agreement and to engage Apple as a sub-processor on such entity’s behalf, and is responsible
to Apple for any claims from such Permitted Entities with respect thereto. Apple shall not disclose
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any Personal Data in such a manner as to constitute a “sale” or “sharing” (as those terms are
defined in the CCPA or any similar concept in other data protection laws) of Personal Data nor shall
Apple engage in any processing activity in connection with this Agreement that would constitute a
“sale” or “sharing” of Personal Data.

9.5 Access to Third Party Products and Services

If You choose to access, use, download, install, or enable third party products or services that
operate with the Service but are not a part of the Service, then the Service may allow such products
or services to access Personal Data as required for the use of those additional services. Certain of
those third party products or services may also provide access to Personal Data to Apple, such as
if You allow Your Authorized Users to sign into the Service through federated identity providers.
You are not required to use such additional products or services in relation to the Service, and Your
Administrator may restrict the use of such additional products or services in accordance with this
Agreement. Prior to accessing, using, downloading, installing, or enabling third party products or
services for use with a Managed Apple Account, You should review the terms, policies and
practices of the third party products and services to understand what data they may collect from
Your Authorized Users, how the data may be used, shared and stored, and, if applicable, whether
such practices are consistent with any consents You have obtained.

9.6 Other

Apple may disclose Personal Data about You if Apple determines that disclosure is reasonably
necessary to enforce Apple’s terms and conditions or protect Apple’s operations or users.
Additionally, in the event of a reorganization, merger, or sale, Apple may transfer any and all
Personal Data You provide to the relevant party. THIS DISCLOSURE DOES NOT APPLY TO THE
DATA COLLECTION PRACTICES OF ANY CONTENT (INCLUDING THIRD-PARTY APPS).
PRIOR TO PURCHASE OR DOWNLOAD OF CONTENT AS PART OF THE SERVICE, YOU
SHOULD REVIEW THE TERMS, POLICIES, AND PRACTICES OF SUCH CONTENT. In the
event Apple receives a third-party request for Personal Data (“Third-Party Request”), Apple will
notify You, to the extent permitted by law, of its receipt of the Third-Party Request, and notify the
requester to address such Third-Party Request to You. Unless otherwise required by law or the
Third-Party Request, You will be responsible for responding to the Request.

10. General Legal Terms

10.1  Third-Party Notices

Portions of the Apple Software or the Service may utilize or include third-party software and other
copyrighted material. Acknowledgements, licensing terms and disclaimers for such material are
contained in the electronic documentation for the Service or applicable part thereof, and Your use
of such material is governed by their respective terms.

10.2 Other Collection and Use of Data

Apple and its affiliates and agents may collect, maintain, process and use diagnostic, technical,
usage and related information, including but not limited to unique system or hardware identifiers,
cookies or IP addresses, information about Your and Your Authorized Users’ use of the Service,
Your MDM Server, Device Enrollment Settings, computers, devices, system and application
software, and other software and peripherals, that is gathered periodically to facilitate the provision
of services to You related to the Service, to provide, test and improve Apple’s devices and services,
for internal purposes such as auditing, data analysis, and research to improve Apple’s devices,
services, and customer communications, to facilitate the provision of software or software updates,
device support and other services to You (if any) related to the Service or any such software, for
security and account management purposes, and to verify compliance with the terms of this
Agreement. Data collected pursuant to this Section will be treated in accordance with Apple’s
Privacy Policy, which can be viewed at: http://www.apple.com/legal/privacy.
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10.3 Assignment

This Agreement may not be assigned, nor may any of Your obligations under this Agreement be
delegated, in whole or in part, by You by operation of law, merger, or any other means without
Apple’s express prior written consent and any attempted assignment without such consent will be
null and void.

10.4 Press Releases and Other Publicity; Relationship of Parties

You may not issue any press releases or make any other public statements regarding this
Agreement, its terms and conditions, or the relationship of the parties without Apple’s express prior
written approval, which may be withheld at Apple’s discretion. This Agreement will not be construed
as creating any agency relationship, or a partnership, joint venture, fiduciary duty, or any other form
of legal association between You and Apple, and You will not represent to the contrary, whether
expressly, by implication, appearance or otherwise. This Agreement is not for the benefit of any
third parties.

10.5 Notices

Any notices relating to this Agreement shall be in writing. Notices will be deemed given by Apple
when sent to You at the email address or mailing address You provided during the sign-up process.
All notices to Apple relating to this Agreement will be deemed given (a) when delivered personally,
(b) three business days after having been sent by commercial overnight carrier with written proof
of delivery, and (c) five business days after having been sent by first class or certified mail, postage
prepaid, to this Apple address: Apple Inc., Apple Developer Legal (Apple Business Manager), One
Apple Park, 37-2ISM, Cupertino, California 95014 U.S.A. You consent to receive notices by email
and agree that any such notices that Apple sends You electronically will satisfy any legal
communication requirements. A party may change its email or mailing address by giving the other
written notice as described above.

10.6  Severability

If a court of competent jurisdiction finds any clause of this Agreement to be unenforceable for any
reason, that clause of this Agreement shall be enforced to the maximum extent permissible so as
to affect the intent of the parties, and the remainder of this Agreement shall continue in full force
and effect. However, if applicable law prohibits or restricts You from fully and specifically complying
with the Sections of this Agreement entitled “Service Requirements”, or “Institution’s Obligations”
or prevents the enforceability of any of those Sections, this Agreement will immediately terminate
and You must immediately discontinue any use of the Service.

10.7  Waiver and Construction

Failure by Apple to enforce any provision of this Agreement shall not be deemed a waiver of future
enforcement of that or any other provision. Any laws or regulations that provide that the language
of a contract will be construed against the drafter will not apply to this Agreement. Section headings
are for convenience only and are not to be considered in construing or interpreting this Agreement.

10.8 Export Control

You may not use, export, re-export, import, sell or transfer the Service or Apple Software, or any
part thereof, except as authorized by United States law, the laws of the jurisdiction in which You
obtained the Service or Apple Software, and/or any other applicable laws and regulations. In
particular, but without limitation, the Service and the Apple Software may not be exported or re-
exported (a) into any U.S. embargoed countries or (b) to anyone on the U.S. Treasury Department’s
list of Specially Designated Nationals or the U.S. Department of Commerce’s Denied Persons List
or Entity List or any other restricted party lists. By using the Service or Apple Software, You
represent and warrant that You are not located in any such country or on any such list. You also
agree that You will not use the Service or Apple Software for any purposes prohibited by United
States law, including, without limitation, the development, design, manufacture or production of
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nuclear, missile, chemical or biological weapons.

You represent and warrant that You and any entity or person that directly or indirectly controls
You, or is under common control with You, are not: (a) on any sanctions lists in the countries or
regions where the Service is available, (b) doing business in any of the US embargoed countries
or regions, and (c) a military end user as defined and scoped in 15 C.F.R § 744. As used in this
Section 10.8, “control” means that an entity or person possesses, directly or indirectly, the power
to direct or cause the direction of the management policies of the other entity, whether through
ownership of voting securities, an interest in registered capital, by contract, or otherwise.

10.9 Government End-users

The Service, Apple Software, and Documentation are “Commercial Products”, as that term is
defined at 48 C.F.R. §2.101, consisting of “Commercial Computer Software” and “Commercial
Computer Software Documentation”, as such terms are used in 48 C.F.R. §12.212 or 48 C.F.R.
§227.7202, as applicable. Consistent with 48 C.F.R. §12.212 or 48 C.F.R. §227.7202-1 through
227.7202-4, as applicable, the Commercial Computer Software and Commercial Computer
Software Documentation are being licensed to U.S. Government end-users (a) only as Commercial
Products and (b) with only those rights as are granted to all other end-users pursuant to the terms
and conditions herein. Unpublished-rights reserved under the copyright laws of the United States.

10.10 Dispute Resolution; Governing Law

Any litigation or other dispute resolution between You and Apple arising out of or relating to this
Agreement, the Apple Software, or Your relationship with Apple will take place in the Northern
District of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive
venue in the state and federal courts within that District with respect any such litigation or dispute
resolution. This Agreement will be governed by and construed in accordance with the laws of the
United States and the State of California, except that body of California law concerning conflicts of
law. Notwithstanding the foregoing:

(a) If You are an agency, instrumentality or department of the federal government of the United
States, then this Agreement shall be governed in accordance with the laws of the United States of
America, and in the absence of applicable federal law, the laws of the State of California will apply.
Further, and notwithstanding anything to the contrary in this Agreement (including but not limited
to Section 5 (Indemnification)), all claims, demands, complaints and disputes will be subject to the
Contract Disputes Act (41 U.S.C. §§601-613), the Tucker Act (28 U.S.C. § 1346(a) and § 1491), or
the Federal Tort Claims Act (28 U.S.C. §§ 1346(b), 2401-2402, 2671-2672, 2674-2680), as
applicable, or other applicable governing authority. For the avoidance of doubt, if You are an
agency, instrumentality, or department of the federal, state or local government of the U.S. or a
U.S. public and accredited educational institution, then Your indemnification obligations are only
applicable to the extent they would not cause You to violate any applicable law (e.g., the Anti-
Deficiency Act), and You have any legally required authorization or authorizing statute;

(b) If You are a U.S. public and accredited educational institution or an agency, instrumentality, or
department of a state or local government within the United States, then (i) this Agreement will be
governed and construed in accordance with the laws of the state (within the U.S.) in which You are
domiciled, except that body of state law concerning conflicts of law; and (ii) any litigation or other
dispute resolution between You and Apple arising out of or relating to this Agreement, the Apple
Software, or Your relationship with Apple will take place in federal court within the Northern District
of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive venue
of such District unless such consent is expressly prohibited by the laws of the state in which You
are domiciled;

(c) If: (i) subject to 10.10(d) below, the Apple entity providing the Service to you, as set forth in the
definition of “Apple”, is Apple Distribution International Ltd.; or (i) You are an international,
intergovernmental organization that has been conferred immunity from the jurisdiction of national
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courts through Your intergovernmental charter or agreement, then the governing law shall be the
laws of England & Wales and any dispute or claim arising out of or relating to this Agreement, or
the breach thereof (including whether the claim is contractual, based on contract, warranty, tort or
public policy rules), shall be determined by arbitration under the Rules of Arbitration of the
International Chamber of Commerce (the “ICC Rules”) in effect at the time of applying for arbitration
by three arbitrators appointed in accordance with such rules. Any arbitration shall be conducted
according to the International Bar Association (IBA) Rules on the Taking of Evidence in
International Arbitration. The place of arbitration shall be London, England. The arbitration shall be
conducted in English. Where relevant and upon Apple’s request, You agree to provide evidence of
Your status as an intergovernmental organization with such privileges and immunities; and

(d) If You are domiciled in a European Union country, or in Iceland, Norway, Switzerland, or the
United Kingdom, the governing law and forum shall be the laws and courts of the country of domicile
of the Apple entity providing the Service, as applicable, as set forth in the definition of “Apple”.

This Agreement shall not be governed by the United Nations Convention on Contracts for the
International Sale of Goods, the application of which is expressly excluded.

10.11 Entire Agreement; Governing Language

This Agreement constitutes the entire agreement between the parties with respect to the Service
contemplated hereunder and supersedes all prior understandings and agreements regarding its
subject matter. For the avoidance of doubt, nothing in this Agreement supersedes the EULAs for
the Apple Software. This Agreement may be modified only: (a) by a written amendment signed by
both parties, or (b) to the extent expressly permitted by this Agreement (for example, by Apple by
notice to You). Any translation of this Agreement is provided as a courtesy to You, and in the event
of a dispute between the English and any non-English version, the English version of this
Agreement shall govern, to the extent not prohibited by local law in Your jurisdiction. If You are a
government organization within France, the following clause applies: The parties hereby confirm
that they have requested that this Agreement and all related documents be drafted in English. Les
parties ont exigé que le présent contrat et tous les documents connexes soient rédigés en anglais.

10.12 Acceptance

Institution acknowledges and agrees that by clicking on the “Agree” or similar button or by checking
a box, Institution, through its authorized representative, is accepting and agreeing to the terms and
conditions of this Agreement.

LYL221
9 September 2025
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